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Discussion
This contribution proposes clarifications and modifications to the following sections:

7.1.1: 
Optimized mobility management is seen as a common capability for several MTC features. 

That is why the source companies propose to remove related requirements from 7.2.1/7.2.7/7.2.8 and introduce them in 7.1.1. 
7.1.2
The requirement has been fixed for being in line with user provided identities

7.2.7: 
Remove the last requirement as it falls outside this section 

7.2.9: 
Enhance this chapter to cover requirements from 7.2.10. (The source companies agree to S1-100047 ) and 7.2.11.
7.2.10 Combine with 7.2.9 
7.2.11: combine with 7.2.9
7.2.15: Remove the last requirement as it is not location specific.
7.2.16

This contribution proposes SA1 to consider removing the following limitation: “One MTC Device shall only be associated with one group”. The rationality is that devices can run several applications and the applications can have different needs for communication bearer. E.g. a traffic hazard system in a car can not tolerate delays whereas an infotainment service is not as mission critical by the means of time tolerance. Hence different optimizations could be applied. Another example: In a fleet management scenario, there can be two basic groups: ‘information up-loaders’ and ‘information receivers’. The vehicles belonging to ‘information receivers’ could be also grouped in order to optimize the delivery of the information. Eventually, a MTC Device belonging to ‘information up-loaders’ may need to receive information and then be assigned to the group of optimized information delivery
It is proposed to implement these changes to TS 22.368
Proposed changes to TS 22.368

7
Service Requirements

7.1
Common Service Requirements

7.1.1
General

Subscription options for MTC Features:

-
It shall be possible to subscribe to different MTC Features independently. 
-
It shall be possible for the MTC Subscriber to activate or deactivate MTC Features. The activation/deactivation functionality is typically provided via a web interface.
-
It shall be possible for the network operator to restrict the subscription of MTC Features (e.g. based on matching or mismatching of MTC Features).
-
It shall be possible for the network operator to restrict activation of incompatible MTC Features (e.g. based on matching or mismatching of MTC Features).
Other general requirements:

-
It shall be possible for the network operator to restrict or allow the use of MTC subscription for other MEs/MTC Devices (e.g. based on matching or mismatching of MTC Features and/or other types of MTC Devices).
-
It shall be possible for the network operator to reduce the frequency of mobility management procedures.

-
It shall be possible to reduce peaks in the signalling traffic resulting from very large numbers of MTC Devices (almost) simultaneously initiating signalling interactions.

- 
It shall be possible to efficiently maintain connectivity for a large number of MTC Devices.
-
It shall be possible for the MTC Device to indicate when the MTC Device enters or exits Extra Low Power Consumption state.

7.1.2
Addressing
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Figure 7-1: MTC Server in a public address space sending a mobile terminated message to a MTC Device in a private address space

-
The system shall provide a mechanism, according to operator policy, where an MTC Server in a public address space can successfully send a mobile terminated message to the MTC Device inside a private IP address space

-
For MTC communication initiated by the MTC Device, it shall be possible for the network to  change the address of the destination for the communication provided by the MTC Device and use a network provided destination for the communication instead. 
Editor's Note: we need to find a better place for the above requirement

7.1.3
Identifiers

The requirements for MTC related to identifiers include the following:
-
It shall be possible to uniquely identify the ME.

Editor’s note: we need to investigate what is the impact of this requirement in case there is a very large number of MTC Devices.

-
It shall be possible to uniquely identify an MTC Group.
Editor’s note: we need to provide a definition of MTC Group
7.1.4
Charging Requirements

Per MTC Device or group it shall be possible for the core network:

-
to use bulk counters to count for chargeable events, either in parallel to CDR creation per subscription or instead of CDR creation per subscription. 

-
to stop creation of per subscription CDRs.

-
to charge for MTC Device initiated signalling.

-
to charge for MTC Feature activation / de-activation

-
to charge for the use of network resources when used outside the limits of subscription or MTC Feature, e.g. time window, location;

-
to charge for particular Monitoring or Alarm feature.
7.1.5
Security Requirements
The security requirements for MTC include the following:

-
MTC optimizations shall not degrade security compared to non-MTC communications
7.1.6 Remote MTC Device Management

The management of MTC Devices should be provided by existing mechanisms (e.g. OMA DM)

7.2.
Specific service requirements – MTC Features

7.2.1
Low Mobility 
The MTC Feature Low Mobility is intended for use with MTC Devices that do not move, move infrequently, or move only within a certain region.

For the Low Mobility MTC Feature:




-
It shall be possible for the network operator to define the frequency of location updates performed by the MTC Device.

-
It shall be possible for the network operator to define low mobility for each MTC Subscription.

7.2.2
Time Controlled

The MTC Feature Time Controlled is intended for use with MTC Devices that send or receive data only at certain pre-defined periods and avoid unnecessary signalling outside these pre-defined periods.
For the Time Controlled MTC Feature:

-
It shall be possible for the network operator to only allow access (e.g. attach to the network or send/receive data) during a defined time period.
-
It shall be possible for the network operator to alter the access period based on criteria (e.g. daily traffic load) defined by the network operator.
-
It shall be possible for the network operator to communicate the altered access period to the MTC Device and the MTC User.
7.2.3
Time Tolerant

The MTC Feature Time Tolerant is intended for use with MTC Devices that can delay their data transfer. 

For the Time Tolerant MTC Feature:

-
It shall be possible for the network operator to restrict MTC Devices' access to the network or the sending of data towards MTC Devices and to dynamically limit the amount of data that the MTC Devices can transfer (Uplink and Downlink), in a specific area, for example when the network load is greater than a (pre) defined load threshold.

-
The network operator shall be capable of (pre)defining load thresholds per MTC Subscription.

-
It shall be possible for the MTC Device to determine the load of the network.
7.2.4
Packet Switched (PS) Only

The MTC Feature Packet Switched Only is intended for use with MTC Devices that only require packet switched services.

For the Packet Switched Only MTC Feature:

-
A network operator shall be able to provide PS only subscriptions with or without assigning an MSISDN.

-
Remote MTC Device configuration shall still be supported for subscriptions without an MSISDN.

NOTE:
Current remote MTC Device configuration solutions (i.e. Device Management and Over-the-Air configuration) are based on SMS, which assumes the use of MSISDNs.
7.2.5
Online Small Data Transmissions
The MTC Feature Online Small Data Transmissions is intended for use with online or connected MTC Devices that frequently send or receive small amounts of data.

For the Online Small Data Transmissions MTC Feature:

-
The system shall support transmissions of small amounts of data with minimal network impact (e.g. signalling overhead, network resources, delay for reallocation).

· The definition of a small amount of data shall be configurable per subscription 
NOTE:
Online or Connected means the MTC Device is reachable by the network for MT signalling and/or user plane data.

7.2.6
Offline Small Data Transmissions

The MTC Feature Offline Small Data Transmissions is intended for use with offline (i.e. disconnected) MTC Devices that connect, then send and/or receive only pre-defined small amounts of data, and then disconnect from the network.
For the Offline Small Data Transmissions MTC Feature:

-
When sending a small amount of data it shall be possible for a MTC Device to efficiently access to the network, send the data, receive acknowledgement of sent data, and disconnect from the network.

-
The definition of a small amount of data shall be configurable per subscription

NOTE:
Offline or Disconnected means the MTC Device is not reachable by the network for MT signalling or user plane data.
7.2.7
Mobile Originated Only

The MTC Feature Mobile Originated Only is intended for use with MTC Devices that only utilize mobile originated communications.

For the Mobile Originated Only MTC Feature:

-
It shall be possible for the network operator to dynamically configure the MTC Devices to perform mobility management procedures only at the time of the Mobile Originated communications;

-

· -

 7.2.8
Infrequent Mobile Terminated

The MTC Feature Infrequent Mobile Terminated is intended for use with MTC Devices that mainly utilize mobile originated communications.
For the Infrequent Mobile Terminated MTC Feature:




7.2.9
MTC Monitoring

The MTC Feature MTC Monitoring is intended for use with MTC Devices that are employed in locations with high risk, e.g. possibility of vandalism or theft.  This system optimisation is not intended to protect the MTC Device or prevent theft or vandalism of the MTC Device but is intended to provide functionality to detect events that may possibly be the result of theft or vandalism.

NOTE:
Certain monitoring functions can be provided for the MTC User.
For the MTC Monitoring MTC Feature:
-
It shall be possible for the network to detect events that may be the result of theft or vandalism to the MTC Device. The following events shall be detectable by the system:

-
behaviour which is not aligned with other activated MTC Feature(s)

-
change in the point of attachment

-
change of the association between the UE and the UICC

-
The MTC User shall define which events will be detected.   

-
Upon event detection, it shall be possible for the network to 

-
provide a warning notification to the MTC User and/or MTC Server

-
limit the services provided to the MTC Device (e.g. reduce allocated resource) 

-
The MTC User shall define what occurs when an event is detected. The system may notify the MTC Server and/or MTC User when an MTC Device is being jammed or has been jammed.
Moreover, S1-100047 changes to be implemented in this section  














7.2.12
Priority Alarm Message (PAM)

The MTC Feature PAM is intended for use with MTC Devices that issue a priority alarm in the event of e.g. theft, vandalism or other needs for immediate attention. The conditions for generating a PAM are outside of the scope of this specification. 

For the Priority Alarm Message MTC Feature:

-
The priority alarm message shall take precedence over any other optimisation categories.
Editor’s Note: FFS: requirements need to be added for this optimisation category.

7.2.13
Extra Low Power Consumption
The MTC Feature Extra Low Power Consumption will result in improving the ability of the system to efficiently service MTC applications that require extra low power consumption. 
For the Extra Low Power Consumption MTC Feature:

-
It shall be possible for the network operator to configure MTC devices into Extra Low Power Consumption mode.
Editor’s Note: FFS whether a MTC Feature is needed for Extra Low Power or only common requirements.
7.2.14
Secure Connection
The MTC Feature Secure Connection is intended for use with MTC Devices that require a secure connection between the MTC Device and MTC Server.

For the Secure Connection MTC Feature:

-
It shall be possible for a network operator to provide network efficient security for connection between MTC Server and MTC Devices even when some of the devices are connected via a roaming operator.

7.2.15
Location Specific Trigger
The MTC Feature Location Specific Trigger is intended to trigger MTC Devices in a particular area (e.g. to wake up the MTC Device).

For the Location Specific Trigger MTC Feature:

-
It shall be possible for the network to trigger MTC Devices based on area information provided to the network operator.

-
It shall be possible to trigger the MTC Device when mobility management frequency is reduced on the MTC Device.


Editor's note: the feasibility of this concept needs to be checked

7.2.16
Group Based MTC Features

7.2.16.3
General

Group Based is a collection of MTC Features that are intended for use with groups of MTC Devices. 
-
The system shall be optimized to handle groups of MTC Devices. . It shall be possible to associate one MTC Device to more than one MTC Group
-
Each Group Based MTC Feature is applicable to the whole group of MTC Devices. 

NOTE:
With Group Based MTC Features each MTC Device is visible from the 3GPP Network perspective.

NOTE:
Also MTC Features that are not Group Based MTC Features can be applied to MTC Devices that are part of a group

7.2.16.2
Group Based Policing

The MTC Feature Group Based Policing is intended for use with a group of MTC Devices belonging to the same MTC Subscriber, for which the network operator wants to enforce a combined QoS policy.
For the Group Based Policing MTC Feature:

-
It shall be possible to enforce a maximum bit rate for the data that is sent/received by a group of MTC Devices affiliated with a single MTC Subscriber.

7.2.16.3
Group Based Addressing

The MTC Feature Group Based Addressing is intended for use with a large group of MTC Devices belonging to the same MTC Subscriber, for which the network operator wants to optimize the message volume when many MTC devices need to receive the same message.
For the Group Based Addressing MTC Feature:

-
It shall be possible to send a broadcast message to a large group of MTC Devices affiliated with a single MTC Subscriber, e.g., to wake up the MTC devices.
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