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This contribution proposes a specific MTC service requirement for the device automatically detecting an application-specific event and report reliably to the server. A Use Case in Annex A reflecting the event detection and reporting is added.
The following text is proposed:

Beginning of the modification
7.2
Category specific service requirement

7.2.x
Event Detection and Reporting
The MTC Feature Event Detection and Reporting is intended for use with MTC Devices with the capability of detecting the network and other devices.  The MTC Devices are generally required to be detected when it is stolen, moved illegally, or is sudden damaged; reporting of the abnormal status to the MTC server is therefore required. Consequently, the following system optimisations should be considered:

· Detect a particular event. The following events shall be detected by the network:

· Stolen or theft

· Illegal movement

· Damage or power off

· Server-defined application-specific events, e.g. current measure below a predefine threshold
· Report the status of such event to the server.

· Track the event whenever possible:

Upon detecting such event, the MTC device should be capable of reporting the event to server in a reliable way:

· The reporting/alarming message should be designed with high reliability, to avoid any transmission error or lost. This can be considered as high priority message with robust protection.

· It has to be designed to avoid false report as much as possible. 

· The reporting mechanism is designed so that the device is able to automatically detect the event and report to server by its own.
A simple solution would be sending a SMS type alarming. In some specific scenario, where a group of associated MTC devices is lost/stolen/abnormal, a single alarming message should be sent from the entire group to save uplink resources and server side complexity. It is noted that, for single message alarming on behave of a group of devices, there may be a trade-off between the resource utilization and the transmission reliability. A viable solution would be to ensure reliability using robust physical channel coding/retransmission while minimizing unnecessary uplink alarming message especially when the number of reporting device is large.  Besides, it may be desirable that the device could send the alarming message to all its reachable servers, to minimize false alarm and mitigate transmission error.
Annex A (informative): Use cases

Event Detection and Reporting Use Case

For event detection and reporting use case, the MTC device shall be able to detect server-defined application-specific events, e.g. stolen, illegal movement, power off, or abnormal data. For example, during a forest fire, the forest safety authority will be reported the damage of sensors in a specific area to help monitor the fire status. It is then required that sensors are able to automatically detect its damage/abnormal status and report the alarm to the server. The event to be detected can be temperature beyond a predefined threshold, or sensor inactive/damage caused by fire. For a group of sensors case, a single alarming message should be sent to the server, if measures from multiple sensors beyond the normal status.
End of the modification
