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1. Overall Description:

At SA1#48, SA1 agreed to include a new Machine Type Communication Feature "Secure Connection" in the TS22.368 "Service requirements for machine-type communications" and a corresponding use case (see attachment for the latest version of TS22.368.
TS22.368 includes the following text for the MTC Feature Secure Connection:

The MTC Feature Secure Connection is intended for use with MTC Devices that require a secure connection between the MTC Device and MTC Server.

For the Secure Connection MTC Feature:

-
It shall be possible for a network operator to provide network efficient security for connection between MTC Server and MTC Devices even when some of the devices are connected via a roaming operator.

SA1 welcomes feedback from SA3 on whether this requirement adds benefit over already available security solutions and whether additional clarifications are needed.
2. Actions:

To SA3 group.

ACTION: 
SA1 asks SA3 to provide feedback before SA1#49 (see below).
3. Date of Next TSG-SA WG1 Meetings:

SA1#49   
22 - 26 Feb 2010   
San Francisco, US
SA1#50   
10 - 14 May 2010 
Venice, Italy



