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Abstract
This contribution proposes content and a new name for the MTC Feature High Availability. For the related use case (connections that are needed in case of an emergency), the relevant issue is not increasing the availability of the connection itself, but monitoring the availability of the connection. Hence a new name Connnection Monitoring and corresponding text is suggested.
Introduction
The original use case for High Availability refers to applications including security, monitor and alarm systems that can not be down when the emergency situation occurs (robbery, fire alarms, gas pipes…). To deploy this kind of systems massively, the network should be improved to guarantee a nonstop connection and the means to detect possible errors by checking connection status frequently.
In a mobile network it is not feasible to guarantee a connection. However, it is possible to check connection status. A common way of checking a connection is to send messages across the connection (pinging). However, in a M2M system, this would create an unacceptable overhead. An alternative way is to monitor the normal recurring signalling procedures such as location management to see if the MTC Device is still reachable and can still reach the network. This will give a good indication of the connection status of the MTC Device, without creating an overhead.  
Suggested change

7.2.8
Connection Monitoring
The MTC Feature Connection Monitoring is intended for use with MTC Devices that require testing their connection status frequently to detect possible errors in communication.
-
It shall be possible to efficiently monitor the possibility to send data to and from a MTC Device without sending data across the connection to that MTC Device.
-
It shall be possible to report the loss of the possibility to send data to and from a MTC Device to the MTC User. 










































































































































