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This contribution provides clarification to the Feature High Availability.

Certain M2M applications as surveillance system depend on a high availability of the system function. Often those applications provide for back-up transmission means, e.g. wired or alternative radio links, for back-up powering etc. Mobile networks in general are highly available, 99,xx %. To expect dedicated network functionality to raise the overall availability of the mobile network for certain applications beyond the current rate is unlikely to happen and from a commercial point of view not viable.
Insofar, additional measures to provide for high availability are most likely implicit to the application system and outside the scope of this specification. It is proposed to remove this paragraph.

The change is based on the assumption that proposed modifications under the headline “Concept” are being accepted.

· First modification: section 7.2.8 – deletion of the section 7.2.8

· Second modification: Annex A – deletion of High Availability Use Case

------------------- First Modification --------------------





------------------- Second Modification ------------------

Annex A (informative): Use cases

Addressing from a centralized entity Use Case

Metering devices are typically monitored and controlled by a centralized entity outside or inside the MNO system. Due to the need for centralized control, the centralized entity will inform or poll the metering device when it needs measurement information rather than the metering device autonomously sending measurements. Depending on the nature of the metering application, low latency responses are sometimes required (metering for high pressure pipelines for example). To accomplish this, the centralized entity will need to inform the metering device when it needs a measurement. Typically due to the limitation of IPv4 address space, the metering terminal is behind a NAT (Network Address Translator) where it is not assigned a routable IPv4 address.

Theft /Vandalism Vulnerable MTC Application Use Case 

In contrast to the traditional H2H devices, which are carefully held and protected by a person, MTC Devices are often located in remote areas and ideally are untouched after installation for many years. The remote locales make these devices more susceptible to tampering by unauthorised persons. The tampering of the MTC Device is often accompanied by damage to the metering device. The network has security mechanisms for protection for this type of activity which may not be effective for MTC Devices. The network can not prevent it but can detect it as early as possible in order to deactivate the ME’s service and the related USIM. In addition, often theft/vandalism vulnerable MTC Devices are stationary after initial installation and activation. The stationality of the MTC Device can be utilized to improve the detection of theft. If a known stationary devices moves, it can be concluded that the MTC Device has been stolen and thus the account deactivated.

Time Controlled MTC Application Use Case

For some MTC applications the actual time at which communication takes place is less important, but low communication costs are extremely important. An operator can offer low communication fees for this type of applications by allowing communication to take place during low traffic time periods only. Possibly the operator may want to dynamically adjust these time periods based on the actual network traffic load at a specific time.  



Radio Network Congestion Use Case 

Radio network congestion because of mass concurrent data transmission takes place in some MTC applications. One of the typical applications is the bridge monitoring with a mass of sensors. When a train passes through the bridge, all the sensors transmit the monitoring data almost simultaneously.  The same thing happens in hydrology monitoring during the time of heavy rain and in building monitoring when intruders break in. The network should be optimized to enable a mass of MTC Devices in a particular area to transmit data almost simultaneously.
Core Network Congestion Use Case

With many MTC applications, a large group of MTC Devices is affiliated with a single MTC User. The MTC User owns a MTC Server which is connected to the PS network of a Mobile Network Operator (MNO) via an Access Point Name (APN) using the Gi interface. The MTC Devices affiliated with the MTC User communicate with this MTC Server. 

Typically, the MTC Devices are scattered over the network in such a way that the data simultaneously sent by the MTC Devices in a cell is limited and will not cause a radio network overload. Despite this, when a high number of MTC Devices are sending/receiving data simultaneously, data congestion may occur in the mobile core network or on the link between mobile core network and MTC Server where the data traffic related to MTC Devices affiliated with a MTC User is aggregated. Preferably, a network operator and the MTC User has means to enforce a maximum for the data sent/received by all or by a subset of the MTC Devices affiliated with a single MTC User.
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Figure A-1: Congestion in mobile core network and on the link between mobile core network and MTC Server 
Signalling Network Congestion Use Case

Congestion in the signalling network is caused by a high number of MTC Devices trying almost simultaneously: (1) to attach to the network or (2) to activate/modify/deactivate a PDP context. In a 3GPP system supporting MTC applications such an overload of the network can be caused by e.g. many mobile payment terminals that become active on a national holiday or by high numbers of metering devices becoming active almost simultaneously after a period of power outage. Preferably, the 3GPP system provides means to the operator and MTC User to spread the resulting peaks in the signalling traffic.
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Figure A-2: Signalling network congestion.
Editor’s Note: This use case should be made more generic to also incorporate LTE.

Access Control with billing plan Use Case

In some configurations, it may be necessary to restrict the access of a UICC that is dedicated to be used only with machine type modules associated with a specific billing plan. It should be possible to associate a list of UICC to a list of terminal identity such as IMEISV so that if the UICC is used in an other terminal type, the access will be refused. See the following configuration:
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Figure A-3: Access Control with billing plan

Extra Low Power Consumption Use Case

For high mobility case, tracking MTC devices such as animal tracking MTC devices in natural world with high mobility require extra low power consumption because it is almost impossible to replace the battery or recharge the battery for animal tracking MTC device. Compared to the tracking devices installed in the cars and trucks because cars and trucks could generate electricity by themselves, extra low power consumption for these MTC devices is required. 

For cargo tracking, the cargo with a tracking MTC device could move very fast such as on a train or lorry and could stand still such as in the dock before loading or unloading. It is not desired to either change its battery or replace battery during the transport period, so extra low power consumption MTC devices are also required.

For prisoner tracking MTC devices are already used by police, prisoners will not cooperate with police and would wish the MTC devices have flat batteries; therefore, extra low power consumption feature is required for these MTC devices. For the tracking MTC devices of elder people who have memory problem, children or pets, even the batteries of these MTC devices could be replaced or charged, however, considering the worst scenario – if they are missing, it requires the MTC devices with extra low power consumption and long working time in order to find them.

For low mobility case, the gas meter MTC devices must be battery powered. Extra low power consumption for gas MTC devices is much more critical than electricity meters.
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