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1. Introduction

This section proposes some input for the security subsection of TS 22.368

2. Discussion

Some security aspects of MTC may relate to end-to-end aspects not addressed by 3GPP.

However, when considering 3GPP as an underlying transport for MTC, certain security features of 3GPP technologies can come under consideration, namely integrity protection and confidentiality.

This paper proposes to add those two aspects to the related subsection of TS 22.368.
3. Proposal

The following text is proposed for inclusion in TS 22.368


*** Start of 1st Addition: TS 22.368 ***
7.1.5
Security Requirements
The security requirements for MTC include the following:
MTC optimizations shall not degrade security compared to non-MTC communications
· 
· 
*** End of 1st Addition: TS 22.368 ***
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