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The following modifications are proposed to chapter 7.2.8, the original text in S1-093187 was improved to reflect discussion in SWG M2M:
7.2.8
Priority Alarm Message (PAM)

  PAM provides dedicated functionality for MTC Devices and its applications that run at increased risk e.g. theft, vandalism or other needs for immediate attention. The MTC will issue a priority alarm message to the User according to conditions set by the Service Provider. This could be e.g. theft/ vandalism, any other system attack or unexpected system status. The conditions are outside of the scope of this specification. The priority alarm shall take precedence over any other optimisation categories. The priority alarm message is fixed to one Byte length. PAM shall be transported immediately, even when the MTC is in limited service state. The message content and the condition on what certain content is issued to the User and any action upon reception of this content is a matter of the Service Provider and outside of the scope of this specification.


Justification: 
Appropriate protection from vandalism, theft or other attacks and how to react on such incidents depends very much on the type of application, e.g. sensitivity of objects to be protected, monetary value or potential damage etc. The evaluation of such risks and appropriate matters belong to the service providers business and can’t be subject of the MNO (unless the MNO offers such services as a service provider, e.g. offering surveillance services). However, dedicated prioritised alarming to inform the service provider on the incident can be provided. It is matter of physical and electrical construction of such systems and system elements to ensure that the system is able to submit the alarm prior to being destroyed – and insofar outside of the scope of the specification.

