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Introduction
During the last RAN2 meeting (Los Angeles, 29 June – 03 July) there was a discussion on RAN aspects of CMAS via LTE. The group required further clarifications on requirements and sent the LS in R2-094110/S1-093220 to SA1.

The purpose of this contribution is to discuss the RAN2 LS with the goal of submitting an SA1 reply back to RAN2.
Below is a draft reply LS with proposed answers from the source companies to the questions in the RAN2 LS. 
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1. Overall Description:

SA1 thanks RAN2 for their LS on PWS/CMAS requirements in R2-094110/S1-093220.

Below please find the SA1 answers to the questions in your LS. 
Question1: What is the maximum delivery delay for CMAS notifications? Will the delay requirement change significantly among different CMAS types?
Answer1: There is no delivery latency regulatory requirement for CMAS regardless of CMAS types. 
Question2: What is the maximum message size for CMAS notifications? Is it envisioned that message size will increase in the future? 
Answer2: Currently, the maximum message size for CMAS notification is 90 characters of alphanumeric text. However, we recommend that the specifications allow for larger message sizes in support of other potential PWS messages. A maximum value of 1230 octets (per 23.041) can be used as a design goal. 
Question3: RAN2 currently assumes that Rel-8 UE do not need to receive CMAS message. Can SA1 confirm this?
Answer3: Yes, CMAS support is required for Rel-9 UEs and beyond.

Question4: Should Rel-9 ETWS UEs be able to receive CMAS notifications? Should Rel-9 CMAS UEs be able to receive ETWS? Or can ETWS and CMAS (in Rel-9) be handled as two independent UE features?
Answer4: Although ETWS and CMAS are required in different regions, there is no reason why a UE cannot support both ETWS and CMAS as two independent UE features.

Question5: Is it required to deliver CMAS notifications and ETWS notifications in parallel?
Answer5: Since ETWS and CMAS are required in different regions, currently there is no requirement for the support of both notification messages to be delivered simultaneously.

Question6: How many parallel CMAS notifications should be supported?

Answer6: It is recommended that up to 64 outstanding CMAS notifications be supported.

Duplication detection is required in TS 22.268 and RAN2 assume that certain parameters (e.g. message identifier and serial number) for this purpose should be stored in UE. However it is not clear how long these parameters should be stored. RAN2 also notice that Expiration Time (with time zone) is required to be sent to UE. Is the valid time of duplication detection parameters related to it?
Answer: The Expiration Time is never sent to the UE as a parameter.  Expiration time may be contained within the text of the CMAS alert message. Since the expiration time is not sent to the UE as a parameter, there is no associated retention time for duplication detection parameters based upon expiration time.

Question7: What is the duration of duplication detection for CMAS? 
Answer7: The network infrastructure will broadcast a specific CMAS message for a maximum of 24 hours.  The UE is required to perform duplication detection but is not required to maintain any timers for CMAS or any other Cell Broadcast messages.  Duplication detection is a general requirement of Cell Broadcast functionality is not specific to CMAS. 

Question8: What are security requirements for CMAS? I.e. can the UE verify the source? This relates to whether a UE in limited service state should or should not receive CMAS notifications.
Answer8: CMAS does not require any additional security or source verification beyond what is available in Cell Broadcast Service. There is no regulatory requirement to support CMAS on any UE except a “valid UE only” as defined in section 4.3.12.1 of TS 23.401. However, there are no restrictions on other UE behaviors.  
Question9: Are there any changes to ETWS requirements for Rel-9 or Rel-8? In TS 22.268 v9.2.0, there is a section for general requirements for PWS (which we assume is applicable to both ETWS and CMAS) and separate sections for ETWS and CMAS specific requirements. Under the general requirements for warning notification delivery there is this following requirement:

- PWS shall be able to support concurrent broadcast of multiple Warning Notifications
Is the above requirement really intended for both CMAS and ETWS or is this only applicable for CMAS?

Answer9: This requirement was primarily added in support of CMAS and does not impact the operation of ETWS.
2. Actions:

To RAN2 group.

ACTION: 
Please take the above answers into consideration for your work on the RAN aspects of PWS.
3. Date of Next TSG-SA WG1 Meetings:
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