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This draft ETSI guide failed twice the TB approval by ETSI HF as substantial comments were submitted by some ETSI members, asking for review and liaison with the respective technical bodies.

In the Annex you find a long list of comments Vodafone submitted during the commenting process. Some of these comments were taken in consideration but many have not.
There are still substantial issues not being resolved, amongst which:
· This document states recommendations not covered by the 3G technical framework, e.g. Recommendation 6.1.2, 5.3.7, 6.5.9. Implementation of these additional requirements would cause some major architectural change. Authors comment that this is not binding. Considering this, these requirements should be removed.
· There is still the issue that cost for users is being addressed, which should be left to the market and potential regulatory constraints as stipulated by the European Commission.
· From the implementation point of view there is the practical question how one can distinguish requirements for 2G UEs from 3G UEs in terms of the user interface as the scope of services offered to the user is basically the same, with some smaller peak data rate. Nearly all current UEs support 2G, 2G+, 3G and 3G+ technologies.
· The document is very “woolly” about their key customers: users? operators? software designers? manufacturers? While trying to address all, it loses focus, contains lost of common place knowledge and prevents easy access because of its huge size. 

As a conclusion it is suggested to blend this draft guideline with the 2G guideline, withdraw the former document and produce a technology neutral guideline for wireless terminals, clearly addressing the target groups, e.g. by producing one document per target group.
Annex: Vodafone comments submitted to HF
Comment and observations to ETSI DEG 202 972 on Human Factors (HF); User Interfaces; Guidelines for generic user interface elements for 3G/UMTS mobile devices, services and applications

1.1 General comments

1. The purpose of this guideline is unclear. These guidelines do not add value to what already has been standardised.

2. The document constitutes delta requirements to 2G user guide. However, most of these claimed 3G characteristics are equally applicable to 2G, hence they are no delta's.

3. A lot of text and guidelines are superfluous and can be deleted, as they do not add to a better understanding or are of no use to the user (most introductions).

4. Some guidelines would impose illegal situations (e.g. in the area of law enforcement and data retention) (e.g. 6.1.17, 6.1.26).

5. The document contains many items that should not be considered in an ETSI guideline, such as cost (tariff) related issues.

6. The document lacks the quality as to be expected from an ETSI guideline.

7. The document contains a large number of statements based on user’s perception, but lacks the proof what these statements are based on (several introductions).

8. There are a lot of guidelines that do not make much sense, are not realistic or are impossible to realise due to the current state of the technology (e.g. 5.1.3, 6.1.15, 6.1.19, 6.1.32, 7.5.8).

9. Many guidelines are vague, open to interpretation, unclear. This also applies to their meaning and their purpose (e.g. 5.1.5, 5.1.8, 5.1.9. 5.2.18).
10. When a user's interface would display all the notifications, warnings, statuses etc. that are proposed, it is unlikely that for the user useful data still would be communicated. The high number of warnings, notices, updates, etc. "recommended" will discourage any user to use any available service or application.

11. We are of the opinion that when customers have the choice between competing products, which is the case in the area under consideration, competition is the best driver towards the best characteristics of the man-machine interface (e.g. with the guidelines predefined and made mandatory, it would be very unlikely that the apple-iPhone would ever have been allowed as compliant device). Given the ongoing degree of innovation in the area of 3G devices, their user interfaces and the services offered, it is clearly premature as well as inappropriate to constrain these developments with a set of untested and non-realistic guidelines or requirements.

1.2 Specific comments

Given below is a non-exhaustive list of comments and observations, in random order.

1  Introduction

....and services offer enormous potential for improving life.  

=> the wording "enormous" is overdone, there is no prove of evidence given.

....An effective e-society relies on the fact that all citizens are granted access. 

=> It is unrealistic to state that ALL people should have access to all services of ICT. Only if they are required to have access, say in reading time tables of public transport, this should be available in an easy and non obstructive way as much as possible. Still, some people will experience difficulties in this which is inevitable.

The present document is based on the conclusions and recommendations provided by TR 102 125 
This paragraph does not add information and the draft document had only very limited visibility.

....for the creation and uptake of new services and new jobs, to boost productivity

=> It is not clear what is meant here, suggestive remark without proof of evidence. Market research is outside scope.

....The work is aligned ......_society/eeurope.

=> An ETSI EG should not repeat EU policy statements.

3  Definitions

....design for all: design of products to be usable by all people, to the greatest extent possible, without the need for specialized adoption

=> It must be one or the other, but not both: to be usable by all people, or, to the greatest extent possible. The latter is preferable and more realistic.

4
3G specific aspects

.....3G maintains all telecommunication functions known from earlier technologies, and gives new enablers and opportunities for the mobile device users to handle personal digital content in the device and content that locates in other places.

=> None of the listed aspects are 3G specific.

.....may cause usability problems and obstacles to the acceptance of 3G services and applications.

=> Market penetration cannot be a subject for an EG.

....While these guidelines may help to enhance the ease of use of services in a general sense, network operators specific user interfaces may cause usability problems for users accessing services and applications in different networks or while roaming.

=> These are deployment aspects and should not be part of an EG.

Section 4.6 has no relation with the user guide.

Section 4.11 talks about the perceived state of art and does not add any value.

5    Guidelines for infrastructure and services

Section 5.1

Overall comment to section 5.1: the concept of QoS is not clear or generally understood by the common user, nor is the user likely to do anything with it. To the user it is much more relevant that a service works in a reasonable manner.

The terms Quality of Service (QoS) and Quality of Experience (QoE) are loosely used throughout

the document. 

More important: the definitions for QoS and QoE are missing. Hence, it is not clear what is meant with 

QoS and QoE.
....Users need to understand if they can use a specific service in a given location and at a given time.

=> There is no such need, an error message would be enough. In addition, this is technically most likely impossible to realise.

....In any case which involves longer data transfer times, the user should be made aware....

=> This requirement is too demanding, and likely not even possible to be implemented. What are “longer transfer times”, longer than what? It is also dependent on the service and User Equipment (UE). In case of PC applications for 3G, up/download bit counters already exist.

....Users should have visibility to the amount of data transferred. This information is valuable especially to users who don’t have flat data rate contracts and/or in roaming scenarios.

=> This requirement has nothing to do with the "design for all" concept. You may generally expect under these conditions that the user has common sense regarding costs. And even in the case the user gets such data, it does not tell him the costs. That may depend on many variables or is just flat rate. In the later case the data transferred figures do not matter to start with anyhow.

....The invisibility of data rates may become a prohibiting factor to the service usage due to the user being afraid about too high costs or due to problems in paying realized (and unpredictable) costs 

=> This is an open statement without proof.............Cost issues should not be part of a user guideline.

....Alternatively, the user should be able to change connection properties instantly, manually.
=> This is a non-requirement since users can select the network manually since the beginning of time. Network selection in automatic mode is often steered by the HPLMN. This HPLMN controlled selection of course takes into account user's subscription. So, is there any new requirement? If so, the state of the art should be properly described.

....Guideline 5.1.1
Indicate if the available QoS does not support or is insufficient for usage of the intended service.
=> Unclear and likely non-useable statement, the user does not understand the meaning of this. When the QoS is so poor that a service is not available, then the user will not be able to access the service. When that happens, likely also no indication on the QoS level could be provided. Stronger that this, how could the network know that the reception of the user is poor.

....Guideline 5.1.2
Show the availability of networks in a way which helps users understand their QoS. 

=> This makes not much sense and is impractical as the availability of a network or a certain radio access of a network does not guarantee a certain throughput, unless you register and connect - then you are able to know.

....Guideline 5.1.3
Allow users to adjust QoS parameters in whatever way they wish.

=> The network QoS parameters are not under the user's control. See also comments to 5.1.1

....Guideline 5.1.4
Help users to make an informed choice of available networks by offering QoS and related cost information, such as special tarrifing.

=> Most users would need a major education to understand what type of QoS parameter settings would result in what service behaviour in order to achieve good user experience. In addition, even with this knowledge the user would often struggle to do all the necessary settings for a certain connection, as this is done by the network in a dynamic way. More intelligent: let the application decide.

....Guideline 5.1.5
QoS should be shown in relation to the services that it enables, rather than in abstract forms.

=> This guideline is vague and not clear at all.

....Guideline 5.1.8
Functional application limitations due to roaming should be indicated to the user.

=> It is not clear and what has roaming to do with this?

....Guideline 5.1.9
Users should have information and control options when cost changes due to roaming.

=> It is unclear what this means, list of tarifs? Obviously there is very little understanding how roaming works. Service limitation in case of roaming - how this can be communicated in case there is no roaming available? In case roaming is available, who provides this information as one needs a complete picture of what is the service at home and what is missing/added.

....Guideline 5.1.11
Applications should be designed with both a high and low data rate user experience, e.g. video turned off in the case of low data transmission rates.

=> This can only work if applications are suitable for low and high bandwidth differentiation.

....Guideline 5.1.13
The user should be notified if one application is using too much of the available data bandwidth, and for example, limit the performance of other services used simultaneously.

=> How can one application know of the bandwidth needs of another application? Do they talk to each other and negotiate priority? Also the need for bandwidth at application level is something else that the available network bandwidth.

....Guideline 5.1.15
Reasons for QoS limitations and changes should be communicated to the user in a meaningful way.

=> Prior to such requirement, its feasibility should be demonstrated - in particular for users using terminals with limited screen sizes. We do not believe that reasons for certain situations should be communicated to users other than "sorry, we are faced with certain overload" which is useless as well, as the user already experiences the slowing down of the download/interaction.

....Guideline 5.1.16
The device and network should support the completion of the ongoing data transfer. For example, the system should use the same network type during data transfer, and not switch it during the activity.

=> This requirement does not reflect state of the art technology with seamless handover. The user does not care about network changes, he only wants to complete his data transfer.

....Guideline 5.1.19
Users should be advised of the best cost/QoS relationship available from the available networks.

=> Most likely this is too complicated and of little use to the user. In general terms, the user does not understand (want) this.

....Guideline 5.1.21
All applications should be interruptable in the case of the need for emergency communication.

=> This is already a mandatory requirement, therefore it must say: "must be interruptible"

All communications are always interruptible by the user. => So what is the (new) requirement?

....Guideline 5.1.22
QoS should always allow emergency communications to be possible.

=> Emergency communication is normally based on speech. However, there are certain radio coverage situations where speech intelligibility is no more possible, whereas SMS still works well. Are these situations now excluded?

Section 5.2 Internet access

....High data speed, but dependent on the quality of service and availability of 3G service

=> This part can be deleted, it is not relevant.

....Internet connectivity may be possible with one operator, but is not possible with another. Selecting the “wrong” service may lead to unexpected problems. 

=> What problem? If something is not there than it is not there. This is a matter of subscription....

....user sends a multimedia message. Device tries repeatingly establish a connection for delivering the message, but this never succeeds. Repeating attempts consumes all the battery. 

=> What is this statement based on? When sending a MMS is unsuccessful the UE receives an error message. The UE will not automatically repeat sending the MMS. 

....Guideline 5.2.18
Verify that sufficient and accurate guidance is provided for service access, especially if service elements by different providers are bundled with the product.

=> Vague statement. It is not clear what is meant here.

....Guideline 5.2.19
User should not be requested passwords etc. when Internet-based activities are initiated. For example, making a VoIP call should be as straightforward as any calls.
=> This is a not practical (not wanted) statement. The use of passwords is and must be dependant on services and their security. In addition it should be the user who decides to store a password cookie or not.

Section 5.3  Always on-line

In this section we discuss what this means ......................

=> This is an ETSI guideline, not a discussion paper

....The main barrier for active use of 3G service is the uncertainty of generated cost in both home and roaming networks.

=> This is a strong statement without any proof of evidence! In addition, the possible issue becomes less and less an issue since the trend is towards flat rate subscriptions, and prices are going down.

....In some cases it is important to understand and detect how well the data transfer is functioning in order to understand current device behaviour and also to make predictions about the conditions for further activities....

....User should be provided sufficient information about the changes in online/offline status....

=> The average user is not (much) interested in such details, nor does he generally understand the meaning of them.

....The connection type may be changed between 2G/3G/Edge/3.5G/WiFi connection types without notice;

....Being online consumes more power than normal stand-by state

....Being online heats the device (due to active processing);

....Internet services that instruct the ...................="refresh" content="30">.).

=> These are not system errors, but simply how it is. 

....Guideline 5.3.1
From the power consumption perspective, consider especially those use cases that require longer periods of system or user interface activities.

=> Unclear statement, explanation required.

....Guideline 5.3.5
Provide information about the network attributes/QoS level.

=> Unclear statement, explanation required. Give example? The guideline seems to be impractical, it is hard to imagine that a user can/will do anything with such information, if he can interpreted it in the first place.

....Guideline 5.3.9
Provide information about the online related system activity, such as the upload / download data rates (speed) and amounts (bytes transferred).


=> This already exists on PC applications such as 3G and HSPDA. Mobiles provide a status bar (e.g. iPhone) or a download percentage (e.g. Android).

Guideline 5.3.10
Provide search functionality for both local content and for content that locates on the Internet.

=> Search engines already exist (e.g. VF-Google). The purpose of this guideline is not clear.

Section 5.4 Specialized user interfaces

....In the field of portable devices, it is not realistic to assume a standardization process similar to that which defined the PC user interface.

=> The PC environment is a poor example regarding standardisation. So, what processes and standards are here referred to.

....Guideline 5.4.3

Main device UI components and style guidelines should be applied and followed to the largest possible extent.

=> This is not desirable at all, since it undermines development of new and better UI concepts. Although a common UI might be attractive to some degree (e.g. common defined key path as defined by GSM), different UI interfaces are appealing to many users as well.

....Guideline 5.4.6
If the user interface of a device does not have the necessary hardware for offering a UI for connectivity setup this procedure should be made available through PC or other mobile devices using NFC procedures.

=> What is meant here? 

....Guideline 5.4.7
If the device does not have display, then provide other ways to inform the connectivity status, for example with LEDs.

=>  Give examples where this is applicable, where this is needed. 

6 Guidelines for services, media and applications

....Guideline 6.1.2
 
The data-rate required for applications should be indicated before they are started..... If varying experiences are available depending on data-rate, examples should be communicated to the user

=> Data rate required is something else as data rate available. The use of this guideline is questionable. There are also enough cases where the download speed does not matter. This requirement is possible using circuit switched, but not in an IP environment.

....Guideline 6.1.4
The application/service should still be useful to the user in off-line mode (by using mechanisms such as caching) not only in high speed on-line mode.

=> This depends on the service, e.g. network based navigation services are useless when offline.

....Guideline 6.1.7
The cost of using a data-intensive application should be made clear prior to the application being activated.

=> Data speed and bandwidth can only be determined after an application / connection is started. All depends on lots of factors such as, volume of data, speed bandwidth, subscription type, roaming, etc.

....Guideline 6.1.15
Temporary data which is downloaded by an application should be deleted when the application closes.

=> It should be the user who determines to delete data, or who makes settings to not using the caching mode at all.

....Guideline 6.1.16


=> Identical to Guideline 6.1.15

....Guideline 6.1.17
The user should always be asked if he wishes to make his position information available to any other people or 3rd party services.

=> this would be illegal for calls to emergency services (location information from a mobile is mandatory to be included).  In addition, it can make applications impossible to use (e.g. localization of a car, of an employee, ...).  Of course in many cases it is appropriate to get the user's consent, but the reality of location related services is much more complex than this...

....Guideline 6.1.18
Position updates should be sufficiently frequent and precise to be useful to the user.

=> this is meaningless to a developer / service (in any case it is more required for commercial success than for anything else, anyway).  E.g. location update for navigation when driving a car or when walking ... 

....Guideline 6.1.19
Prior to initiating a communication service, the available QoS and cost information should be communicated to the user. 

=> This is not realistic, likely impossible to start with. Only in cases of flat rates this will work, but than the information is no added services since the user likely already knows what the rate is. Rates are part of subscription!

In addition; the available QoS may change in course of a communication (or even between the time of checking and communicating it and its actual use...  Cost information: I presume that everywhere in the document "cost" refers to "retail tariff", but even then it is nearly impossible to know with some tariff schemes (e.g. if fixed price of 15 € for first 10 Mb, and 1 € per Mb afterwards, what is the retail tariff ? 

....Guideline 6.1.23
Users should be notified when personal data is stored remotely and/or for the first time. 

=> This is impossible and highly impractical, personal (subscription and call records) data is constantly stored in the HLR!

....Guideline 6.1.25
The user should always be asked if they wish or give permission to store data in remote locations or service databases.

=> Such statement is unclear. What remote locations or DBs?

....Guideline 6.1.26
The user should always have an option to explicitly remove remotely stored personal data from such remote servers.

=> Unclear, depends on the data. User may never have access to a HLR or billing server.

In addition; This is illegal in some cases (illegal to delete data retained for data retention purposes on user request).

....Guideline 6.1.32
If a third party provider is used, the user should be notified.

=> This would make surfing the web impossible...........

....Guideline 6.1.29
Users should be notified when they are moving between personal and public networks.  The notification should summarise changes in billing, services and QoS.

=> See earlier remarks. The user will be automatically notified, the displayed network is then changed. Costs are part of subscription.

....Guideline 6.1.31
In areas where both public Wifi and 3G cellular services are available, the user should be notified prior to roaming if there are cost implications

=> The user has the option to disable automatic roaming. Also the network connected to is displayed. Additional notifications prior to roaming can only be made available off-line.

....Guideline 6.1.36
3G devices which are intended solely for home use should be labelled to warn against outdoor use

=> Examples? Not clear what is meant here. Are there such devices that use the same band for which operators need a licence and the user does not? And why should these devices be labelled? If the device can be connected to a public network, than so be it.

6.2 Distributed non-native UIs

......For the user of 3G devices and services it becomes impossible to identify the owner/designer of the interface which he uses. It must therefore be made clear to the user of an application or service whom to contact in case of problems or error situations during usage.

=> This requirement is unreasonable and impossible to implement. It also does not exist on such level on the internet. Operator's call centres deal with most problems (one point of contact).

....Guideline 6.3.2
No personalisation options should render the device unusable (e.g. changing text to white on a white background).

=> Poor example. But the user should have the option to (externally) reset (all) settings to their default values.

....Guideline 6.3.3
...............This includes additional applications and customisation of basic UI functions such as messaging or home screen.

=> Incompatible applications just do not run, but also cause no problem. It is not possible to prevent a user to download incompatible applications.

....Guideline 6.3.6

Consequence of personalisation options should be previewed prior to selection to allow the user to explicitly accept changes.

=> This is only desired (needed) for vital functions. Restore to default settings (factory settings) should always be an option.

....Guideline 6.3.7
Over-the-air updates should be made with the users’ explicit consent (either per update or as a blanket approval), especially if they imply an additional cost to the user.

=> The user should be able to set updates automatically or by hand.

....Guideline 6.3.9
The user guide should explain customised functions rather than standard features.    

=> It is not clear what the differences are between these two. Likely the user guide can not even reflect these customised settings.

6.5 Business and enterprise use

This whole section is questionable. It does not belong in this guide. This is subject to company policy.

....Employees are frequently given new communication, fleet and information management systems with little consultation and training. [Reference]
=> So what!

....Amongst the key problems that are reported by enterprise users.............

=> What are the key problems, only topics are listed here? 

....Guideline 6.5.1
Easy and rapid global access to technical support should be provided via data or voice

=> Call centres already exist and provide this!

Access to services

=> This whole section seems to be outside the guideline's scope!

Section 6.6 Mobile internet

follow the guidance provided in clause 8.

and other clauses such as: 7, 8.3, 8.4

=> Which clauses , they do not exists.............

....Guideline 6.6.3
Additional log-on for Internet access should not be required, once a mobile terminal is switched on and functional.

=> It is not clear what is meant here. Switching on a mobile is not the same as connected to the internet. In fact it could be dangerous to be always connected to the internet. It is likely more preferable that the user is conscious of the fact to be (or not) connected to the internet.

....Search company predicts that the volume of Google.............Mobile Web Best Practices shou.phpractices shou.php
=> These references do not belong in this guideline. As far references are relevant they belong under Biography in an Annex. This is not good practice for drafting standards!

Section 7 Guidelines for other areas

The topics addressed in this section suggest that web services for mobile are basically different from fixed line web services. This is however not the case. Hence this section can be deleted.

....On the other hand, most users are not familiar with software updates and may be afraid of such operations, especially with mobile devices

=> This is a very unlikely statement (source?). PC user experience software updates on a daily basis (software updates, virus scanner updates, etc).

.....Software update and installation of new software presents several potential error possibilities. A special attention need to be paid to safe solutions, error handling and good support. In addition to technical problems users may encounter difficulties related to licenses and passwords, copyright issues and other legal aspects, and digital rights management.

=> The intention of making these statements is not clear. Things can go wrong when you do or change something, that is normal every days practice.

....Guideline 7.5.3
The user should always be in control of any access rights to sensitive and private data. 

=> This suggests that the user can control access rights on external applications, etc. That would be an extreme unwanted situation!

....Guideline 7.5.5
The reasons for unavailability of protected data connections should be indicated to the user.

=> A connection is protected or not. The reasons why are not interested, nor does the user care about that!

.....Guideline 7.5.6
The user should be in control of the extent of his private and protected data (i.e. should be able to decide which data is protected).

=> In it self good but does not match up with real live, e.g. fill-out a form on the internet asking a certain set of personal details (mandatory).

....Guideline 7.5.8
Storing of sensitive data on a server outside the user’s control should be indicated to the user and only done with the consent of the user.

=> Billing data is sensitive data, but will be stored without the user's consent and without user's control!

....Guideline 7.5.17
Is the same as 7.5.12 but than inverted.

....Guideline 7.5.19
Is the same as 7.5.15.

....Guideline 7.5.21
Users should be made aware if they are required to provide sensitive data.

=> Only in case it is done automatically. In other cases, e.g. filling out a form, the user is aware.

section 7.6 In-car use

integrated into or connected with the car electronics.

=> This guide deals with 3G devices. Other equipment, such as audio, embedded navigation, video, etc should not be considered.

.....Guideline 7.6.11
Device holders and other equipment, suitable for use due to its ergonomic properties, should be used.

=> Only when it has added value. Mobiles are often connected with bluetooth and kept inside pockets, bags, etc.

....Guideline 7.6.12
Automated means to establish a connection between the relevant functions in the car and the mobile device without user involvement should be provided.

=> Change to: "is preferred"

....Guideline 7.6.13
Automated and safe disconnection between the car and the mobile device should be provided.
=> Change to: "is preferred". Normally this is always the case (e.g. Bluetooth).

....Guideline 7.6.17 
Special emphasis should be given to dealing with frequent changes in the available network and QoS while driving. 

=> Not relevant requirement. Network availability is a network issue and not a device requirement.

....Guideline 7.6.23
Physical controls for handling the online / offline status of the car should be provided.

=> The CAR is online?

....Guideline 7.6.27
Navigation systems should provide output through redundant, multimodal means.

....Guideline 7.6.28
The interaction necessary to handle navigation services should be minimized.

....Guideline 7.6.29
If user input is required for the handling of navigation services, enough time should be given to the user.

=> Navigation systems used in a car are mostly not 3G mobiles. These therefore fall outside the scope of this guide. Mobiles on the other hand that have navigation software installed, currently have a poor UI.

Section 8.4

User education and reference documentation

....With very few exceptions, user guides leave out people with sensory or cognitive impairments and are hardly ever suited for young or elderly users, either.

=> These users are not a target group for complex equipment to start with. It however does make sense that easy to use equipment should be available for these target groups, which supports a basic set of functionalities.
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