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1 Introduction
While current High Availability description in 7.2.7 proposes to avoid whole network connection release, this contribution discussed whether High Availability allows some flexibility such as the possibility to release radio connection.
2 Discussion
Current TS 22.368 v0.4.1 describe high availability category with following need: “the network connection must be available most of the time since transmission of data is usually linked to emergency events and furthermore these applications require testing the connection status frequently to detect possible errors in communication.” 
This would need in our view more clarification in order to determine what kind of optimisation is expected:

· do “network connection” stands for Core Network connection and radio ones 
· or only core network connection allowing radio connection to be released in some circumstances

· it is possible to accept at least the radio connection to be released if its rapid re-establishment is acceptable?

For example, in current networks, it is possible to release the radio part of a bearer while keeping the core network part and this is done even for the default bearer which has an “always-on” characteristic that could be similarly understood as “high availability”.

3 Conclusion
Huawei suggest discussion to take place in 3GPP SA1 to clarify the High Availability requirement with above questions and currently proposes to clarify that the Network shall ensure availability of network connection or its rapid re-establishment to support emergency data transfer.
7.2.7
High Availability 
This category will introduce improvements in the network to enable MTC for applications that need high availability in their connection. In these kinds of applications the network connection must be available most of the time or re-established rapidly since transmission of data is usually linked to emergency events. Furthermore, these applications require testing the connection status frequently to detect possible errors in communication. Editor’s note: The description above is moved as is from section 6.2. Further editing to make it more concise is likely to be required.

Editor’s Note: FFS: requirements need to be added for this optimisation category.



















































