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Introduction

This contribution contains proposed text for an additional clause to the mobile terminated IPv4 requirement in the NIMTC TS.

Discussion 
Polling MTC Devices from an MTC Server outside the MNO core network is an extremely commonly occurring M2M practice. Many currently deployed MTC servers require the use of routable IPv4 addresses to allow the MTC server to send mobile terminated messages to the MTC device directly.  Unfortunately, the use of IPv4 routable address is not scalable for millions of MTC devices due to the shortage of available routable IPv4 addresses.  Many MTC Servers connect to the MTC Devices across heterogeneous networks which may consist of fixed line operators and mobile network operators. When the transition away from routable IPv4 addresses occurs, it may not occur at the same time for each access network the MTC Server.  It would be advantageous if the MTC Server did not need to implement a significantly different addressing method to support the new non-routable IPv4 addressing method. 

Although there are many solutions to this problem, a solution that requires little or no change to the currently deployed MTC servers would be advantageous. The mobile terminated IPv4 requirement currently specified does not take this into account thus the proposed additional qualifier to the requirement is recommended.
Proposal 

7.1.2
Addressing
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Figure 7-1: MTC server in a public IPv4 address space sending a mobile terminated IPv4 message to a MTC device

-
The system shall provide a mechanism, according to operator policy, where an MTC server in a public IPv4 address space can successfully send a mobile terminated IPv4 message to the MTC device inside a private IP address space

-
The mechanism shall be scalable to utilise all of the MNO’s private IP address space

-
The mechanism shall minimize the required configuration by the MNO and the MTC User

-
The mechanism shall minimize the messaging sent by the MTC server to initiate communications with the MTC device

-
The mechanism shall minimize the messaging sent over the air to the MTC device

-
The mechanism shall minimize any additional user plane latency

-
The mechanism shall minimize any additional security threats to the MTC device 

-
The mechanism shall minimize any changes required to MTC Servers using IPv4 addressing methods
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