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Introduction

It is possible for the operator to detect movements of MTC devices when their points of attachment change.  The operator can then alert the MTC User/Customer of possible theft or vandalism.  To limit the potential harm caused by a theft, it might be necessary for the operator to reduce allocated resources to the MTC device when a location change of the MTC device is detected.  To prevent any further claim of resources by the MTC device, it is desirable that prepared cells neighbouring the new location of the MTC device be made known of the state of reduced resource allocation as well.

Proposal

We propose to add requirements on theft/vandlism vulnerable optimisation in TS 22.368.

Clause affected: 
· 7.2.8 Theft/Vandalism Vulnerable

**** First Change ****
7.2.8 Theft/Vandalism Vulnerable

It shall be possible for the system to provide warning notifications to the MTC User when a change in point of attachment is detected for a MTC Device.
It shall be possible for the system to reduce allocated resource to a MTC Device when a change of point of attachment is detected for the MTC Device.  This state of reduced resource allocation should be made known to prepared cells neighbouring the new point of attachment.
**** End of First Change ****
