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Introduction
This contribution contains a proposed list of general service requirements for the categories theft/vandalism vulnerable and low mobility.
Discussion

With many M2M applications, the MTC devices are at a fixed or (semi-) fixed location. The owner of the M2M application is aware of the location of its MTC devices. Typical examples are Vending Machine applications and Smart Electricity Meter applications.
It is possible to make use of the knowledge of the MTC device location by the M2M application owner. Location of the M2M device can be provisioned in the HSS, rather than be determined by location management procedures over the radio interface. This has two advantages:
· reduction of location update procedures 

· protection against theft/fraud as the UICC can only be used in the location provisioned by the M2M application owner

Proposal
7
Service Requirements

7.1
Common Service Requirements

7.1.1
General

For MTC:

-
It shall be possible to enable or disable different system optimisations categories independently. 
-
It shall be possible to enable or disable system optimisations per subscription.
-
It shall be possible to enable or disable system optimisations per service invocation.
7.1.2
Addressing
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Figure 7-1: MTC server in a public IPv4 address space sending a mobile terminated IPv4 message to a MTC device

-
The system shall provide a mechanism, according to operator policy, where an MTC server in a public IPv4 address space can successfully send a mobile terminated IPv4 message to the MTC device inside a private IP address space

-
The mechanism shall be scalable to utilise all of the MNO’s private IP address space

-
The mechanism shall minimize the required configuration by the MNO and the MTC User

-
The mechanism shall minimize the messaging sent by the MTC server to initiate communications with the MTC device

-
The mechanism shall minimize the messaging sent over the air to the MTC device

-
The mechanism shall minimize any additional user plane latency

-
The mechanism shall minimize any additional security threats to the MTC device 

7.1.3
Identifiers

7.1.4
Charging Requirements

7.1.5
Security Requirements
7.1.6 Remote MTC Device Management

The requirements of remote MTC device management include:

-
Configuring the MTC device parameters.
-
Updating the MTC device firmware.
Editor’s Note: further MTC specific requirements for network improvements on MTC device management are expected. 
7.2.
Category specific service requirements

Editors Note: service requirements are specified for particular categories. E.g. service requirements related to improvements in mobility management would be listed in one of these sections, because they do not apply to all machine-type applications.

7.2.1
Low Mobility 
-
It shall be possible to disable location update procedures. In this case location information is provisioned in the HSS to enable mobile terminated services.
7.2.2
Time Controlled

For MTC applications a network operator shall be capable to provide time controlled subscriptions to MTC users. A time controlled subscription contains an access period during which period the user is allowed to access i.e. to attach to the network. Outside the access period access to the network is denied by the operator i.e. an attach request is rejected by the network.

The access period may be either fixed or dynamically adjustable by the network operator.  

For the time controlled subscriptions the following applies:

-
It shall be possible for the network operator to only allow access to the network during a (pre)defined time period based on e.g. low traffic time periods

-
It shall be possible for the network operator to alter the access period based on criteria (e.g. daily traffic load) defined by the network operator

-
It shall be possible for the network operator to communicate the altered access period to the MTC device and the MTC User
7.2.3
PS only

A network operator shall be capable to provide PS only subscriptions for MTC applications without assigning an MSISDN.

7.2.4
Low Data Usage
The system shall support transmissions of small amounts of data with minimal signalling overhead.

7.2.5
Group Based

The system should be optimized to handle large groups of MTC devices affiliated with a single MTC User (N:1 relationship) or with multiple MTC Users (N:M relationship).  The MTC Users may also be associated with several groups of MTC devices.
7.2.6
Mobile Originated Only

7.2.7
High Availability 

7.2.8
Theft/Vandalism Vulnerable
-
It shall be possible to limit the termination of a call at a MTC device such that termination of a call is only possible at a location provided by the server which is supposed to communicate with this MTC device.
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