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1. Introduction
This contribution provides general security requirements for H(e)NB. This contribution contains enhancements to the already presented contribution (S1-084226) in the last meeting (SA1#43) and the recent email discussion on SA1 reflector. The target specification for requirements capture is Section 9 of  TS22.220. Three subsections have been introduced , Section 9.1, 9.2 ,9.3. 
2. Proposal

We intend to propose the following to TS22.220;

--------------------------- Start of 1st Change -------------------------------------------------------------

9. 
Security and Privacy
9.1 
General

-
The use of H(e)NB shall not compromise the security of any PLMN or broadband access network.

9.2 
Security Requirements

-
The H(e)NB shall provide a high level of security, equivalent or better than Rel-8 3GPP systems. 

-
Security policy shall be under the control of the H(e)NB network operator. 

9.3
Privacy

· The H(e)NB shall not compromise user privacy for UEs that are using the H(e)NB, including communication confidentiality, location privacy and identity protection.

-------------------------- End of 1st Change -------------------------------------------------------------

