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Introduction

About the use case of Theft Vandalism the network can not prevent it but can detect as early as possible such events in order to timely exclude from the service such ME and the related USIM. Starting by this point it is proposed to insert in the TS 22.368 the Theft /vandalism as system optimisation category.
Proposal

======FIRST CHANGE=======
5.2
System optimisation categories

5.2.1
Low Mobility 

The low mobility system optimisation category will contain optimisations that will result in improving the ability of the system to efficiently service low mobility MTC devices. The majority of currently deployed MTC devices do not move once activated and the system can be optimized for these low mobility or stationary devices. The efficiency results from optimising mobility management procedures for these types of MTC applications.   A MTC application would be consider a low mobility application if it never moves more than approximately once in a month.
Editors note: There is no category regarding high mobility application requirements as this is covered by H2H applications already.

5.2.2 Time Controlled
The time controlled system optimisation category will contain optimisations that will result in improving the ability of the system to efficiently service time controlled MTC applications. Some MTC applications are uniquely not time sensitive such that they can wait several hours or possibly days before getting connected and the system requires unique optimization to take advantage of this time tolerance. The efficiency improvement consists of offering these types of MTC applications to communicate during operator determined and adjustable time periods only. 
5.2.3 Packet Switched (PS) only 

The packet switched-only system optimisation category will contain optimisations that will result in improving the ability of the system to efficiently service MTC applications that only require packet switch service (no CS service). Unlike most H2H applications, a large majority of MTC applications only require packet switched service and thus new services and requirements dealing with PS only applications are achievable.  A MTC application would be considered a PS only application if it only requires PS services (no SM or CS services). The efficiency improvement consist of disabling CS related procedures and functions for these types of applications. 

Editors Note: there is no category for CS only as there are currently no known services or requirements for this category. It may be added later.
5.2.4 Low Data Usage 

The low data usage system optimisation category will contain optimisations that will result in improving the ability of the system to efficiently service MTC applications that only require very low amounts of data. A substantial number of MTC applications only require extremely small amounts of data in the range of hundreds of bytes per month so additional services and requirements to improve the efficiency in the system are attainable. A MTC application would be considered a low data usage only application if it regularly receives and transmits a small amount of data per session. For example, the efficiency improvement could consist of allowing these types of applications to send data without the overhead associated with establishment, tear-down and handling of dedicated data connections.

Editor’s Note: There is no category regarding high data as this is covered by H2H applications already.

5.2.5 Group Based

The group based system optimisation category will contain optimisations that will result in improving the ability of the system to efficiently service MTC applications that relate to a group of MTC devices. Most MTC applications involve the deployment of a group of MTC devices that are owned and operated by a single MTC customer and as such the MTC customer and the MNO would prefer to treat the group as a single entity in certain terms.

Editor’s Note: FFS: it needs to be clarified better which optimisations are intended with group based

5.2.6 Mobile Originated Only 

The mobile originated (MO) only system optimisations category will contain optimisations that will result in improving the ability of the system to efficiently service MTC applications that only need to originate communications. The originating communications maybe in the form of a short message (SM), a PS request, or CS request. A MTC application would be considered a MO only application if it always initiates communications and does not need to receive MT CS calls, MT short messages, or MT push data. For example, the efficiency improvements could consist of disabling procedures and functions for mobility management procedures for these types of applications.

Editor’s Note: There is no category regarding mobile terminated as the ability to support mobile terminating calls or connections is considered generic.

5.2.7 High Availability

This category will introduce improvements in the network to enable MTC for applications that need high availability in their connection. In these kinds of applications the network connection must be available most of the time since transmission of data is usually linked to emergency events. Furthermore, these applications require testing the connection status frequently to detect possible errors in communication. 
5.2.8 Theft/Vandalism Vulnerable Devices
Unlike H2H devices, MTC devices are often employed in highly remote geographical locations or highly public locations which may increase the possibility of vandalism or theft. The network cannot prevent theft or vandalism but it can provide functionality to detect such events (e.g. monitoring movement of stationary devices, or the removal of the USIM from the device). 

The theft/vandalism vulnerable system optimisations category will contain features that will result in improving the ability of the system to detect theft/ vandalism attacks to MTC devices.
======SECOND CHANGE=======
Annex A (informative): Use cases

Addressing from a centralized entity Use Case
Metering devices are typically monitored and controlled by a centralized entity outside or inside the MNO system. Due to the need for centralized control, the centralized entity will inform or poll the metering device when it needs measurement information rather than the metering device autonomously sending measurements. Depending on the nature of the metering application, low latency responses are sometimes required (metering for high pressure pipelines for example). To accomplish this, the centralized entity will need to inform the metering device when it needs a measurement. Typically due to the limitation of IPv4 address space, the metering terminal is behind a NAT (Network Address Translator) where it is not assigned a routable IPv4 address.

Theft /Vandalism Vulnerable MTC Application Use Case 

In contrast to the traditional H2H devices, which are carefully held and protected by a person, MTC devices are often located in remote areas and ideally are untouched after installation for many years. The remote locales make these devices more susceptible to tampering by unauthorised persons. The tampering of the MTC terminal is often accompanied by damage to the metering device. The network has security mechanisms for protection for this type of activity which may not be effective for MTC terminals. The network can not prevent it but can detect it as early as possible in order to deactivate the ME’s service and the related USIM. In addition, often theft/vandalism vulnerable MTC devices are stationary after initial installation and activation. The stationality of the MTC device can be utilized to improve the detection of theft. If a known stationary devices moves, it can be concluded that the MTC device has been stolen and thus the account deactivated.

Time Controlled MTC Application Use Case

For some MTC applications the actual time at which communication takes place is less important, but low communication costs are extremely important. An operator can offer low communication fees for this type of applications by allowing communication to take place during low traffic time periods only. Possibly the operator may want to dynamically adjust these time periods based on the actual network traffic load at a specific time.  

High Availability Use Case

Some M2M communications are characterized for the need of a high availability connection. Typical applications include security, monitor and alarm systems that can not be down when the emergency situation occurs (robbery, fire alarms, gas pipes…). To deploy this kind of systems massively, network should be improved to guarantee a nonstop connection and the means to detect possible errors by checking connection status frequently.

======END OF CHANGES=======
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