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This document propose a few changes to section 5.3.2.

Bullet 2:

-
The UE shall maintain a list of allowed CSG identities (white list). It shall be possible to store the list of allowed CSG identities in the USIM. When available, the list on the USIM shall take precedence over the list stored in the ME  non-volatile memory. All CSG cells belonging to a CSG identity not included in the list of allowed CSG identities shall be considered not suitable by the UE as specified in TS25.304 [6] and TS36.304 [7].

In general, making a reference in Stage 1 to Stage 2 or 3 documents to give more detail is not a problem and common practise in stage1 documents. In this case, however, we state requirements in Stage1 by making reference to Stage 3 docs. Stage3 should, however, implement the requirements that Stage 1, so we are building here a circular reference. 

Furthermore we are not specific on what in xy.304 (Both around 40 pages) we want to be implemented exactly for H(e)NB.

For this reason it is proposed to delete "as specified in" and replace it by what is really required from our point of view. For example, "not …. to camp on" or "not …. to use it" would do.

Result:

-
The UE shall maintain a list of allowed CSG identities (white list). It shall be possible to store the list of allowed CSG identities in the USIM. When available, the list on the USIM shall take precedence over the list stored in the ME  non-volatile memory. All CSG cells belonging to a CSG identity not included in the list of allowed CSG identities shall be considered not suitable by the UE to camp on.
Bullet 3:

-
Each CSG identity shall be associated to a subscriber group which identifies the subscribers allowed to access the CSG. When the subscriber group is updated, this information shall be transferred by the network to the affected UEs belonging to the subscriber group.  

-
When the subscriber group is updated, the affected UE and the registered CSG owner shall be informed accordingly.

The last sentence duplicates what is referred to in bullet 4. As the second sentence of bullet 3 hasn’t got anything to do with the first it is proposed to delete the second one. Anyhow, the requirement is important enough to be stated in an independent bullet (bullet 4)

Besides that there is only one affected UE i.e. just the one that is added so the plural in the deleted sentence is misleading. 

Result:

-
Each CSG identity shall be associated to a subscriber group which identifies the subscribers allowed to access the CSG. 
-
When the subscriber group is updated, the affected UE and the registered CSG owner shall be informed accordingly.

Bullet 7 and 9:

-
When the time period expires, the CSG shall no longer be considered to be available to provide services, except for emergency calls. 

………..
-
It shall be possible for established communication via a CSG cell to be diverted from the CSG cell. This shall be applicable in the following cases:

-
in hybrid access mode when services cannot be provided to a CSG member due to a shortage of HNB/HeNB resources

-
at the expiry of the time period for temporary CSG members

It might be worthwhile to clearly define what should happen when temporary membership expires. This is currently done in two separate points. It should be better done at the place where the requirement is stated the first time.

Therefore it is proposed to move the text in bullet 9.2 to bullet 7

Bullet 9.1:

Is simplified after the other text is gone.

Result:

-
When the time period expires, the CSG shall no longer be considered to be available to provide services, except for emergency calls. It shall be possible for established communication via a CSG cell to be diverted from the CSG cell.
………

-

In hybrid access mode when services cannot be provided to a CSG member due to a shortage of HNB/HeNB resources it shall be possible for established communication via a CSG cell to be diverted from the CSG cell.

Bullet 10:

-
In a HNB/HeNB in hybrid access mode, to minimise the impact of non-CSG established communication on CSG members, it shall be possible for the network to allow the data rate of established PS communication of non-CSG members to be reduced. It shall also be possible for the network to have different admission control thresholds for CSG and non-CSG members.
The last sentence should be moved to 8.2, one point to be corrected is that "admission control threshold" is not a SA1 term.

Result:

8.2
Admission Control

It shall be possible to perform admission control based on the available HNB/HeNB backhaul resource.

It shall be possible for the network to set different criteria for access attempts in a CSG cell for CSG and non-CSG members.
Summary:

5.3.2
Closed Subscriber Group
-
The owner of the HeNB or HNB shall be able, under the PLMN operator supervision, to add, remove and view the list of CSG members. The consent of the member shall be obtained before being added to the subscriber group. 

-
The UE shall maintain a list of allowed CSG identities (white list). It shall be possible to store the list of allowed CSG identities in the USIM. When available, the list on the USIM shall take precedence over the list stored in the ME  non-volatile memory. All CSG cells belonging to a CSG identity not included in the list of allowed CSG identities shall be considered not suitable by the UE to camp on.
-
Each CSG identity shall be associated to a subscriber group which identifies the subscribers allowed to access the CSG. 
-
When the subscriber group is updated, the affected UE and the registered CSG owner shall be informed accordingly.

-
For temporary members, it shall be possible to limit the period of time during which the subscriber is considered a member of a CSG (granted access rights).It shall be possible to configure a time period for each temporary member.

-
The time period shall be configurable by the Home eNodeB owner and/or the network operator operating the CSG cell and shall span from 1 decihour to several days. Unlimited membership to the CSG is allowed.

-
When the time period expires, the CSG shall no longer be considered to be available to provide services, except for emergency calls. It shall be possible for established communication via a CSG cell to be diverted from the CSG cell.
-
The network operator and/or the HeNB owner under the supervision of the network operator shall be able to set a maximum limit to the number of UEs with granted access to the CSG Identity. This limit is a static setting which can only be changed/set during configuration or maintenance.

-

In hybrid access mode when services cannot be provided to a CSG member due to a shortage of HNB/HeNB resources it shall be possible for established communication via a CSG cell to be diverted from the CSG cell.

-
In a HNB/HeNB in hybrid access mode, to minimise the impact of non-CSG established communication on CSG members, it shall be possible for the network to allow the data rate of established PS communication of non-CSG members to be reduced. 
…………

8.2
Admission Control

It shall be possible to perform admission control based on the available HNB/HeNB backhaul resource.

It shall be possible for the network to set different criteria for CSG and non-CSG members to enter a CSG cell.
