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1. Introduction
To get TS 22.220 approved at SA #43, the contents of the TS need to be clear and stable enough by applying necessary corrections and clarifications especially to remaining vague descriptions and usage of terminology. From this point of view, this contribution aims to propose some modifications mainly to CSG related requirements in TS 22.220. The set of modifications contains;
· Introduction of definition of “CSG member” and “CSG members list”
· Removal of redundant descriptions related to “CSG member” and “CSG members list”
· Clarification of “owner” by using “CSG owner” where appropriate

· Clarification of “network operator” by using “H(e)NB operator” where appropriate

It is also understood that the terminology “HNB/HeNB” and “H(e)NB” needs to be unified, however it has not been done in this contribution and is left to the final cleanup of the TS before submission to SA #43 by the rapporteur.
2. Proposal

It is proposed to apply following modifications to TS 22.220 v1.0.1.
Beginning of modifications

3.1
Definitions

NOTE: only CSG related definitions are listed here for ease of review in this contribution
Closed Subscriber Group (CSG): A Closed Subscriber Group identifies subscribers of an operator (CSG members) who are permitted to access one or more cells of the PLMN but which have restricted access (CSG cells).

CSG cell: A cell, part of the PLMN, broadcasting a specific CSG identity. A CSG cell is accessible by the members of the closed subscriber group for that CSG identity (CSG members). All the CSG cells sharing the same identity are identifiable as a single group for the purposes of mobility management and charging.

CSG identity: An identifier broadcast by a CSG cell or cells and used by the UE to facilitate access for authorised members of the associated Closed Subscriber Group (CSG members).

CSG identities white list: A list stored in the USIM containing all the CSG identities of the CSGs to which the subscriber belongs.

CSG member: A subscriber who is granted to access to a particular CSG cell.
CSG members list: A list of CSG members.
CSG owner: A CSG owner is the owner of one or more H(e)NBs, that have been configured as a CSG cell(s) for a particular CSG. A CSG owner can, under the H(e)NB operator's supervision, add, remove and view the list of CSG members (CSG members list).

Beginning of next modifications

4.1
Description 

Access to 3G and evolved 3G (EPS) services may be provided via UTRAN or E-UTRAN cellular base stations belonging to e.g. domestic, business, commercial enterprises. This type of access may be provided by the PLMN by means of NodeBs referred to as Home Node B (HNB) and Home eNode B (HeNB) respectively. The HNB/HeNB provides services to Closed Subscriber Group (CSG) and membership, including temporary membership, is managed by both the CSG owner and the H(e)NB operator. 

The CSG concept is characterized by the following features:

-
CSG cells are part of the PLMN of an H(e)NB operator

-
Access to the CSG cells is restricted by default. Only CSG members are allowed to camp on and access the CSG cell. A list of allowed CSG cells (“CSG identities white list”) is maintained in the UE. Multiple entries for different CSG cells are possible. A CSG cell is marked as such on the broadcast channel. 

-
The CSG members list can be updated upon request by the CSG owner, under the supervision of the H(e)NB operator operating the CSG cell. When the CSG members list is updated, the network and the affected UEs are updated as soon as possible.

Beginning of next modifications

5.1
HNB and HeNB Installation, identification and location requirements

-     HNB/HeNB shall have a unique equipment identity.

-
All the HNB/HeNB serving the same CSG share the same identity called CSG identity.

-
It shall be possible to support at least 125 million CSG identities within a PLMN of an H(e)NB operator.

-
The radio transmitter of a HNB/HeNB shall not be activated until configured and authorised by the H(e)NB operator.

-    When installing, provisioning, configuring or re-configuring an HNB/HeNB the H(e)NB operator shall be able to:

-
verify the H(e)NB's identity. 

-
obtain the geographical location of the HNB/HeNB.

-
The H(e)NB operator shall be able to determine that the HNB/HeNB is installed and operated in accordance with all relevant regulatory requirements. 

-
The H(e)NB operator shall be able to configure the settings of the HNB/HeNB. In the case where the HNB/HeNB has detrimental impact on the spectrum usage, the HNB/HeNB can be set to out-of-service by the H(e)NB operator.

· Installation and activation of a new HNB/HeNB shall require no reconfiguration of the H(e)NB operators’ network.

Beginning of next modifications

5.2
OA&M Requirements

Editor's note: The following definitions need to be checked with definitions used at SA5

· HNB/HeNB shall support the automatic discovery of an H(e)NB operator’s remote management system.

· It shall be possible to make use of the H(e)NB operator’s remote management system to carry out OA&M functions for HNB/HeNB. The management connection between HNB/HeNB and the H(e)NB operator's remote management system shall be end-to-end secure.

· HNB/HeNB shall support OA&M procedures which allow the H(e)NB operator to remotely configure the HNB/HeNB, deploy software upgrades and perform general OA&M tasks. The OA&M procedures shall be as closely aligned as possible with those that are commonly used in broadband access networks such as defined in [5].

Beginning of next modifications

5.3.1
General

-
Subject to H(e)NB operator and HNB/HeNB owner agreement, the H(e)NB operator shall be able to configure the HNB/HeNB with open access mode or closed access mode. It shall also be possible to configure the HNB/HeNB to provide a combination of both open and closed access mode at the same time, a hybrid access mode.

-
When the HNB/HeNB is configured for open access mode or hybrid access mode, it shall be possible for the HNB/HeNB to provide services to subscribers of any PLMN not belonging to its associated CSG, subject to roaming agreement.

-
When the HNB/HeNB is configured for closed access mode, only users that belong to its associated CSG can receive services. CSG members may include subscriber of any PLMN subject to roaming agreement.

Beginning of next modifications

5.3.2
Closed Subscriber Group

-
The HeNB or HNB owner shall be able, under the H(e)NB operator supervision, to add, remove and view the CSG members list. The consent of the expected member shall be obtained before being added to the CSG member list.
-
The UE shall maintain the CSG identities white list. It shall be possible to store the CSG identities white list in the USIM. When available, the list on the USIM shall take precedence over the list stored in the ME’s non-volatile memory. All CSG cells belonging to a CSG identity not included in the CSG identities white list shall be considered not suitable by the UE as specified in TS25.304 [6] and TS36.304 [7].

-
Each CSG identity shall be associated to a subscriber group which identifies the subscribers allowed to access the CSG i.e. CSG members. When the CSG members list is updated, this information shall be transferred by the network to the affected UEs belonging to the CSG.  

-
When the CSG member list is updated, the affected UE and the CSG owner shall be informed accordingly.

-
For temporary members, it shall be possible to limit the period of time during which the subscriber is considered as a CSG member (granted access rights). It shall be possible to configure a time period for each temporary member.

-
The time period shall be configurable by the H(e)NB owner and/or the H(e)NB operator operating the CSG cell and shall span from 1 decihour to several days. Unlimited membership to the CSG is allowed.

-
When the time period expires, the CSG shall no longer be considered to be available to provide services, except for emergency calls. 

-
The H(e)NB operator and/or the HeNB owner under the supervision of the H(e)NB operator shall be able to set a maximum limit to the number of UEs with granted access to the CSG identity. This limit is a static setting which can only be changed/set during configuration or maintenance.

-
It shall be possible for established communication via a CSG cell to be diverted from the CSG cell. This shall be applicable in the following cases:

-
in hybrid access mode when services cannot be provided to a CSG member due to a shortage of HNB/HeNB resources

-
at the expiry of the time period for temporary CSG members

-
In a HNB/HeNB in hybrid access mode, to minimise the impact of non-CSG established communication on CSG members, it shall be possible for the network to allow the data rate of established PS communication of non-CSG members to be reduced. It shall also be possible for the network to have different admission control thresholds for CSG and non-CSG members.

Beginning of next modifications

5.4.1
CSG Display

The CSG Display is necessary so that the user knows for example when he is in "Home" or in "Campus" coverage. This would provide the user with a reliable indication on the billing mode (e.g. "Home" or "Campus"). The HNB Name cannot be used for this purpose as the operator is not supposed to ensure its uniqueness or a consistent naming scheme.

It shall be possible to provide the CSG Display when the UE is camping on a cell that provides a CSG identity that is part of the CSG identities white list. 

The UE shall display the CSG Display when available. 

It shall be possible for the Operator to configure the CSG Display provided to the user. 

The CSG Display shall be in a human readable form. It shall be possible to store the CSG Display in the USIM in text and/or graphic format. 

The CSG Display may be stored optionally in the ME. If the CSG Display is present in the USIM, the CSG Display in the ME shall be ignored.

It shall be possible to associate each CSG Display to each of the CSG identities contained in the CSG identities white list. 

Beginning of next modifications

5.4.2
HNB Name

It shall be possible for a CSG cell to broadcast a HNB Name in free text format. The UE may display the HNB Name when camping on the cell where it is broadcast. The HNB Name shall be available to the user during manual selection. The HNB Name shall be configurable by the H(e)NB operator or the H(e)NB owner at the discretion of the operator.

The HNB Name length shall not exceed 48x8 bits.

NOTE:  
In order to allow the maximum flexibility in the way the HNB Name is configured in any language, UTF-8 coding should be used; this allows a maximum length of 48 characters coded on one byte, 24 characters on two bytes, 16 characters on 3 bytes down to a minimum of 12 characters if all characters are encoded on 4 bytes. 

The HNB Name may be stored in the USIM. If the HNB Name stored on the USIM is available, it shall take precedence over the broadcasted HNB Name.

The HNB Name may be stored optionally in the ME. If the HNB Name is present in the USIM, the HNB Name in the ME shall be ignored.

NOTE:
The HNB Name is necessary in order to aid the user in choosing the correct CSG identity when performing a manual CSG identity selection. 

Beginning of next modifications

5.5.2
Emergency services

HNB/HeNB shall support emergency calls for both CSG and non CSG members as specified in TS22.101 [4].

It shall be possible for the H(e)NB operator to provide location information of the UE attempting an emergency call over a HNB/HeNB. The location information shall be sufficiently accurate to comply with the regulatory requirements that apply to the area where the HNB/HeNB is deployed.

End of modifications


















































































