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1
Introduction

The UDC concept shall support a layered architecture, separating the data from the application logic, so that user data is stored in a logically unique repository allowing access from core and service layer entities, named application front-ends.
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Since the UDC adaptation to data-less application could be a complex activity, in order to cater for the best UDC deployment, it is important to reduce operational costs and to facilitate the initial deployment of the UDC.
One of the aspects to be considered is the possibility that each data-less application provides access to different application functions, allowing each front end to interface multiple application instances, including the case of different applications.

This provides several benefits, including:

· reduction of development effort on UDC interacting or interfacing with legacy network
· reduction of the initial CAPEX
· reduction of the number of physical network elements and of the related OPEX
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Single-application FE Scenario
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Multi-application FE Scenario
This contribution proposes to discuss and agree on the following requirement on data-less application into Section 6.3 of TR 22.985.
6
Requirement of user data convergence

6.1
Introduction
The UDC concept shall support a layered architecture, separating the data from the application logic, so that user data is stored in a logically unique repository allowing access from core and service layer entities, named application front-ends.

The network elements, which data are identified to be converged into the UDR in this TR, should support splitting the functionality of the network element from the data store. 
To reduce operational costs and to facilitate the deployment of the UDC, each front-end application should provide access to different application functions (i.e. each front-end application should support multiple interfaces and application functions).
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Future network elements and functionalities should be designed to access profile data remotely via the defined reference point and without storing them permanently locally, i.e. the front-ends shall work in a subscriber data-less configuration so that, after completion of a request, the subscriber data local copy is deleted and the next application level transaction for the same subscriber can be served by a different front end.

Third party applications and non trusted network elements should only be able to access the user data after proper authentication and authorization taking into account security and privacy requirements, i.e. it should be possible to present different views on the data to the parties which require access, dependent on the authorization.
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