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Introduction

Currently 3GPP has defined a session policy policing mechanism for IMS based upon the CSCFs sending a SIP 488 response if the original SIP INVITE request contains media types or codecs that network policies do not allow. The 488 response contains SDP descriptions of the media types and codecs that would be allowed so that calling terminal can retry the request with SDP that would be allowed. This solution was agreed originally in release 5 as an interim solution until a complete solution could be developed between 3GPP and IETF.
Discussion
The current session policy mechanism has the problem that as the SIP request traverses each domain every domain may have its own set of policies. It is quite possible in roaming situations that a single SIP request can traverse as many as four different IMS domains (even more if there are transit networks between the different networks with their own policies). This means that potentially a SIP 488 response could be sent back by each domain resulting in a severely delayed session setup.

In addition this mechanism does not work satisfactorily for SIP INVITE requests that don’t contain SDP, which is allowed in [RFC 3261]. This is where an initial SIP INVITE without SDP is sent and the called terminal then sends back the SDP offer in the 200 OK response with the calling party then returning the SDP answer in the ACK request. Since a response cannot be rejected with a 488 response (as a SIP response can only be sent in response to a request). SIP INVITE requests that do not contain SDP can originate from external networks in which case if the session is established with codecs contrary to policies it is immediately terminated with a BYE. 
This current solution is therefore not satisfactory due to potentially large session establishment delays when multiple IMS networks with different policies are involved and because the current solution in some scenarios can cause an abnormally terminated session with no information provided back to the terminals as to what media capabilities would result in a successful session establishment.

In addition to policing the policy during session establishment the terminal needs mechanisms to obtain the policies that exist in the home and visited network prior to session establishment so that the potential for including media capabilities in an offer that will be rejected by the session policy is minimised. It needs to be possible for both the originating and terminating terminals to be informed of the media capabilities during session establishment and session modification and the solution cannot depend solely on rejection of the request. The terminal also needs to be informed if the session policies change during a session (for example due to a inter-RAT or inter-Access network handover) so that the terminal can initiate a modification of the media capabilities of the session.
The current IMS session policy policing solution is for seen to be a major obstacle to successful application of IMS providing the primary telephony solution over EPS in 3GPP release 9. The above factors will create significant problems when IMS sessions are established involving multiple IMS networks, multiple access technologies, particularly for setup delay sensitive applications like telephony. 

The current IMS session policy policing solution which was agreed in 3GPP release 5 and was originally only considered a partial solution for session policy until a full solution could be developed within IETF. IETF started discussion on this at a joint 3GPP and IETF meeting held early in 2003 and the outcome of this work (Session Policy Framework) is now finally nearing completion having been approved by the SIP WG and is currently being reviewed by the IESG. This IETF work potentially can form the basis for a more robust, efficient and permanent solution for session policy in IMS although there may also be aspects where 3GPP can take advantage of some of the capabilities of the 3GPP PCC architecture and DIAMETER infrastructure to improve the efficiency of the session policy mechanism.
Proposal

It is proposed that SA1 agree requirements for session policy in TS 22.228 for release 9. Please see S1-084123.
