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8.2.10
Communication Barring (CB)

8.2.10.1
Definition

The group of Communication Restriction Services includes two  services:

· Outgoing Communications Barring (OCB).

This service allows a user to bar certain categories of outgoing communications. The network shall provide the capability for a user to select a set of categories (e.g. identities or range of identities) for barring. The type of barring is chosen by the user at provision time, and shall be valid for all outgoing communications. The network shall provide the capability for the user to bar outgoing communications based on user defined identities or identity ranges. Barring of an outgoing communication for a specific identity, a number of specific identities, or a range of identities shall be dependent on an entry in a OCB identity list held in the network. This list shall either be a "black list" or "white list". A "black list" shall contain the identities or identity ranges to be barred by the network for outgoing communications. A "white list" shall contain the identities or identity ranges that shall be allowed by the network for outgoing communications, i.e. all identities not in the "white list" shall be barred.

The ability of the served user to receive communications and to originate emergency communications shall be unaffected by OCB.

This service description is based on the service description described in [E-15] and [E-16].  

· Incoming Communications Barring (ICB).

This service allows a user to bar certain categories of incoming communications. The service also allows the user to have the barring of incoming communications activated always or only during certain conditions. The network shall provide the capability for a user to select from a set of categories (e.g. identities or range of identities) for barring. The type of barring is chosen by the user at provision time and may be valid for all incoming communications, or be limited to a specific service group or certain conditions (e.g. when the user is roaming).

The ability of the served user to set-up outgoing communications shall be unaffected by ICB.

The ICB service includes a roaming condition. The roaming condition is set to true when the served user is roaming.

The use of ICB, or a call identified as a callback to an emergency call, by a user that is not the PSAP, shall be precluded. 

-
ICB enhancement of dynamic blocking of incoming communications 
As a service option, the dynamic blocking of incoming communications service facilitates a terminating users register of  unwanted callers within the network for barring future incoming communications from the unwanted callers either permanently or for a temporary period.

The following information should be provided by the Network:

Actual Identity of caller:  This is the network asserted identity of the caller, and should be provided if available.
The following information may also be provided as user information:
-
Start and end date for barring:  This specifies the duration of block. If not provided, it implies the caller should be barred permanently.

-
Reason for bar:  This specifies the reason for blocking. E.g. "Telemarketer"
-
Published Identity of caller: This may be the actual identity of caller or 'private' or 'anonymous' if the caller has opted for privacy. Alternatively, a nickname or any alias may be set by the user for the anonymous caller, facilitating user management of the ICB list.
NOTE:  
The unwanted caller may have requested privacy e.g. by subscribing to CLIR service which prevents the calling identity being shown to the called user. In these cases the called user may just see "Anonymous" or "Unknown".  However the called party can still invoke caller ID blocking since the network knows the true identity of the caller. To facilitate the management of the list of blocked callers, the user may use an alias instead of the published identity to identify the blocked caller.  
The network shall never reveal an identity withheld using privacy, CLIR, or other mechanisms (i.e. list management must use the published identity.)
The subscriber may request notification of communication barrings within the network on his or her behalf in addition to subscribing to the dynamic blocking of incoming communications service. The contents of information received as part of notification are same as the ones that are registered as part of communication barring. 
The subscriber has an option to control both the rate and content of notifications received as part of subscription to the dynamic blocking of incoming communications service. 
Note: Off-line management of the barring list (e.g. via a web page) may be provided as a service option.
Note: Where required by regulation, this enhanced service may be used to block calls from a previously malicious caller.
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