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Discussion

T-Mobile have considered the proposals to introduce an open and semi-open access as well as the regular closed subscriber group access as mechanisms to register and use a CSG cell. T-Mobile believe that these access mechanisms may coexist in a single CSG cell and also believe that it pays to leverage on the concept of CSG ID which is already established in Release 8. Furthermore, T-Mobile believe that we should aim to achieve the maximal flexibility in order to support not yet foreseen scenarios. 

Taking as a blueprint the introduction the capability to broadcast multiple PLMN IDs in order to support network sharing, T-Mobile would like to propose to introduce in the Release 9 technical specifications the capability of broadcasting multiple CSG IDs from the same CSG cell. As in the case of multiple PLMN IDs broadcasting, backwards compatibility can be easily attained by designating one of the CSG IDs to be the primary CSG ID, that is the one used by the legacy UEs.

The advantage of being able to broadcast multiple CSG IDs is that the same CSG ID can serve users with different profiles, so for example the same CSG ID can be treated as a public (open access) CSG cell as well as as a normal CSG for members of the other CSG ID broadcast. 

Note: it is assumed that open access cells are implemented by broadcasting a CSG ID belonging to a particular class of CSG IDs reserved to indicate that the CSG cells that can be accessed by any member of the PLMN. Such CSG ID is indicated as wildcard CSG ID or public access CSG ID. The UE is expected to be aware of the properties of such a CSG ID and attempt access even if the CSG ID is not in the white list.

Moreover, broadcasting multiple CSG IDs for different subscribers groups allow the implementation of different categories of users who can have different access to the CSG cell resources and offered services.

Use Case

A multinational hotel chain deploys a group of CSG cells and wishes to provide three types of access:

- Public access: for conference participants, general public use etc. The service provided may be limited to internet connectivity without any voice capability.
- Guests access: the CSG cell provides to users belonging to this group the full set of PLMN services including special services such as announcements, hotel events, service messages and so on)

- Staff access: the CSG cell provide to the members of staff whose UE contains the corresponding CSG ID with services specific to staff communications (PoC, PBX, etc…).

The CSG Cells broadcast then three CSG IDs, one for each category of members who are expected to access the cells.
Proposed modification

The following new requirements are proposed to be added to paragraph 5.3 of TS 22.220.

Start of 1st Modfication

5.3
Access Control requirements

-
The owner of the HeNB or HNB shall be able, under the PLMN operator supervision, to add, remove and view the list of CSG members. The consent of the temporary member shall be obtained before being added to the subscriber group. 

-
The UE shall maintain in the USIM a list of allowed CSG identities (white list). All CSG cells belonging to a CSG identity not included in the list of allowed CSG identities shall be considered not suitable by the UE as specified in TS25.304 [6] and TS36.304 [7].

-
Each CSG identity shall be associated to a subscriber group which identifies the subscribers allowed to access the CSG. When the subscriber group is updated, this information shall be transferred by the network and to the affected UEs belonging to the subscriber group.  

-
When the subscriber group is updated, the affected UE and the registered CSG owner shall be informed accordingly.

-
For temporary members, it shall be possible to limit the period of time during which the UE is allowed to camp on a CSG cell (granted access rights).It shall be possible to configure a time period for each temporary member.

-
The time period shall be configurable by the Home eNodeB owner and/or the network operator operating the CSG cell and shall span from 1 decihour to several days. If no value is given unlimited access to the CSG cell is allowed.

-
When the time period expires

-
The CSG shall no longer be considered to be available to provide services, except for emergency calls. 

-
All affected UEs in connected mode are released.

-
When the subscriber group is updated, the affected UE and the registered CSG owner shall be informed accordingly.

-
The network operator and/or the HeNB owner under the supervision of the network operator shall be able to set a maximum limit to the number of UEs with granted access to the CSG ID. This limit is a static setting which can only be changed/set during configuration or maintenance.

-
It shall be possible to configure the CSG cell in such a way so that they can be accessed also by UEs belonging to different Closed Subscriber Groups by means of broadcasting multiple CSG IDs. 

Note: 
for backwards compatibility reasons one of the CSG ID should be designated as the primary CSG ID and used by legacy equipment. 

-
At least one CSG ID shall be reserved to indicate that any user of the PLMN can access the CSG cell (wildcard CSG ID). 
-
The UE shall indicate to the CSG cells which CSG IDs in the white list match the broadcast CSG ID. 
End of 1st Modfication
