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1 Introduction
2 This contribution is revised from S1-082113 and incorporates the changes agreed during the meeting.
3 Discussion
Although no skeleton currently exists for UDC TR, a number of objectives have been already identified for the work in SA1:
1) Categorize the user data of services which would be converged in UDC.

2) Identify the requirements on the common data model framework with focus on extensibility.
3) Identify the requirements on the UDC for the support of new services including their provisioning.

With those goals in mind, this paper addresses a number of requirements that are proposed to be grouped under chapters aligned with the above mentioned goals with the proposed addition of a chapter for network considerations. 

These groups and requirements are an initial attempt of requirements distribution; other chapters will be necessary, for example, to identify the technical specifications that are affected by the requirements addressed.
4 Proposal - Requirements and requirements groups for UDC TR









7
Requirements of user data convergence


7.1
Introduction
The UDC concept shall support a layered architecture, separating the data from the application logic, so that user data is stored in a logically unique repository allowing access from core and service layer entities, named application front-ends.


The network elements, which data are identified to be converged into the UDR in this TR, should support splitting the functionality of the network element from the data store.  
Future network elements and functionalities should be designed to access profile data remotely via the defined reference point and without storing them permanently locally, i.e. the front-ends shall work in a subscriber data-less configuration so that, after completion of a request, the subscriber data local copy is deleted and the next application level transaction for the same subscriber can be served by a different front end.
Third party applications and non trusted network elements should only be able to access the user data after proper authentication and authorization taking into account security and privacy requirements, i.e. it should be possible to present different views on the data to the parties which require access, dependent on the authorization.


7.x
Redundancy, Scalability and Load control Aspects

In order to avoid single point of failure, the UDC shall support distribution and redundancy of subscriber data, e.g. via multiple geographically distributed subscriber data replicas. 

Distribution and redundancy shall not imply data in the different replicas to differ, i.e. the UDC shall provide methods for data consistency. 
UDC shall allow independent scalability of network traffic and data storage.

Load control and overload protection mechanisms shall be implemented.
Editor’s note: Contributions are needed to illustrate the requirements for load control at both the front end and the UDR.
 
· 
 
· 
 
· 
7.x
Network considerations

UDC concept shall be backwards compatible with 3GPP R8 systems, i.e. it shall not have an impact on traffic mechanisms, reference points and protocols of existing network elements.  
The layered architecture shall not have an impact on the security available in the existing networks, i.e. it shall preserve user authentication and authorization of services across domains, ensuring secured users’ access to network.
Editor’s note: There may be another place where to locate these considerations.
[image: image1.png]








































































�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" ��3GPP Working Procedures�.






