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1
Introduction

This contribution is the result of drafting session. 

2
Proposal

It is proposed that the following changes are made in Section 4 in TS 22.220:

/* start of 1st change */
4.2 
Common requirements for Home NodeB/eNodeB 

4.2.1
HNB and HeNB Installation, identification and location requirements

-     HNB/HeNB shall have a unique equipment identity.

-
All the HeNB serving the same CSG share the same identity called CSG Identity.

-
It shall be possible to support at least 125 million CSG Identities within a PLMN.

· The radio transmitter of a HNB/HeNB shall not be activated until configured and authorised by the operator.
· HNB/HeNB shall support the automatic discovery of a provisioning system.

-    When installing, provisioning, configuring or re-configuring an HNB/HeNB the network operator shall be able to:

-
verify the node's identity. 

-
obtain the geographical location as determined by the HNB/HeNB system.

-
The network operator shall be able to determine that the HNB/HeNB is installed and operated in accordance with all relevant regulatory requirements. 

· The network operator shall be able to configure the settings of the HNB/HeNB. In the case where the HNB/HeNB has detrimental impact on the network operator’s allocated spectrum usage, the HNB/HeNB can be set to out-of-service by the network operator.

· Installation and activation of a new HNB/HeNB shall not require the reconfiguration of the network.

· 
4.2.2
Access Control requirements
-
The owner of the HeNB or HNB shall be able, under the PLMN operator supervision, to add, remove and view the list of CSG members. The consent of the invited member or guest shall be obtained before being added to the subscriber group. 

4.2.3 Display requirements

4.2.3.1 CSG indicator

A UE camped in a CSG cell may display a CSG indicator. The CSG indicator is configured by the network operator. The format of the indicator can be text and/or graphic (e.g. home coverage). 

It shall be possible to associate each CSG indicator to each of the CSG identities contained in the CSG white list. 
4.2.3.2 HNB/HeNB identifier

It shall be possible for the HNB/HeNB to broadcast a HNB/HeNB identifier (HNBID) in free text format. The UE may display the HNBID when camping on the cell where it is broadcast. 

The HNBID shall be configurable by the administrator of the HNB/HeNB.

The HNBID length shall not exceed 32 characters.

NOTE:  
In order to allow the maximum flexibility in the way the HNBID is configured in any language, UTF-8 coding should be used. 

The HeNB identifier may be associated with the CSG Identities and stored in the USIM. 
4.2.4 Services support
4.2.4.x
General 
Services supported by the HNB/HeNB shall provide at least the same user experience than the same services provided by the NB/eNB.
4.2.4.1 Emergency services

HNB/HeNB shall support emergency calls for both CSG and non CSG members.

It shall be possible for the network operator to provide location information of the UE attempting an emergency call over a HNB/HeNB. The location information shall be sufficiently accurate to comply with the regulatory requirements that apply to the area where the HNB/HeNB is deployed.
HNB/HeNB shall be able to detect emergency call and provide priority for the call over non-emergency services subject to regional requirements and operator policies.
4.2.5 Local IP access in the home based network
The H(e)NB shall support local IP access in the home based network in order to provide access to other IP capable devices in the home (via an IP based network in the home).
It shall be possible to restrict the access to the home based network on per-subscriber basis (e.g. while guests may attach to the H(e)NB in order to gain access to EPS services, they would typically have no access to the home based network; operators may choose on a per-subscriber basis whether local breakout is permitted).
4.2.x
Managed Remote Access to home based network 
The H(e)NB shall support remote access to home based network in order to provide access from anywhere to IP capable devices connected to the home based network.

It shall be possible to restrict the access to the home based network on per-subscriber basis (e.g. some subscribers may have managed access to their home network and others may not).
/* end of 1st change */
