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In Section 6.2 there are a number of Access requirements for eHeNB.  It would seem when reading these that they are very applicable to Release 9 HeNB infrastructure and UE's and eHeNB and as such this contribution proposes to move the requirements from section 6.2 to section 4.2.2.
****1st change****
4.2.2
Access Control requirements
-
Each CSG identity shall be associated to a subscriber group which identifies the subscribers allowed to access the CSG. When the subscriber group is updated, this information shall be transferred by the network and to the affected UEs belonging to the subscriber group.  

-
The owner of the HeNB or HNB shall be able, under the PLMN operator supervision, to add, remove and view the list of CSG members. The consent of the temporary member shall be obtained before being added to the subscriber group.  
-
For temporary members, it shall be possible to limit the period of time during which the UE is allowed to camp on a CSG cell (granted access rights).It shall be possible to configure a time period for each temporary member.
-
The time period shall be configurable by the Home eNodeB owner and/or the network operator operating the CSG cell and shall span from 1 decihour to several days. If no value is given unlimited access to the CSG cell is allowed.

-
When the time period expires

· The CSG shall no longer be considered to be available to provide services, except for emergency calls. 

· All affected UEs in connected mode are released.

-
When the subscriber group is updated, the affected UE and the registered CSG owner shall be informed accordingly.

-
The network operator and/or the HeNB owner under the supervision of the network operator shall be able to set a maximum limit to the number of UEs with granted access to the CSG ID. This limit is a static setting which can only be changed/set during configuration or maintenance.
4.2.3
Display requirements

4.2.3.1
CSG indicator

A UE camped in a CSG cell may display a CSG indicator. The CSG indicator is configured by the network operator. The format of the indicator can be text and/or graphic (e.g. home coverage). 

It shall be possible to associate each CSG indicator to each of the CSG identities contained in the CSG white list. 

4.2.3.2
HNB/HeNB identifier

It shall be possible for the HNB/HeNB to broadcast a HNB/HeNB identifier (HNBID) in free text format. The UE may display the HNBID when camping on the cell where it is broadcast. The HNBID shall be configurable by the administrator of the HNB/HeNB.

The HNBID length shall not exceed 32 characters.

NOTE:  
In order to allow the maximum flexibility in the way the HNBID is configured in any language, UTF-8 coding should be used. 

The HeNB identifier may be associated with the CSG Identities and stored in the USIM. 

6.2
Access Control
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