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Abstract:  This paper proposes to add description about background and use cases for the new SSAC TR.
1. Proposal

The SSAC's use case is discussed in S1-082135.  Based on the discussion, it is proposed add the following text to the newly created SSAC TR 22.abc.
----------- START OF PROPOSED TEXT -----------
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References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

 [1]
3GPP TR 21.905: “Vocabulary for 3GPP Specifications”.

[x]
3GPP TR 23.898: "Access Class Barring and Overload Protection (ACBOP)"
----------- START OF NEXT PROPOSED TEXT -----------

4
Use Cases
Editor’s note:  This section would describe the use cases for Services Specific Access Control in EPS, in order to clarify motivation of requirements and considerations.

Use case 1
Japanese operators provide 'Disaster Message Board' services after major disaster happens such as earthquake, tsunami or typhoon. This service enables the large number of subscribers to check on the safety of loved ones in the devastated area with their mobile phones during a major disaster.

The human psychological behaviour to make a voice call in emergency situations will not be likely to change.  Thus increased voice traffic consumes too much bandwidth for accessing other services such as Disaster Message Board and e-mails.

Hence, a mechanism still will be needed to separately restrict voice (e.g. VoIP) calls and data service to access to e.g. Disaster Message Board.
Use case2
As described in use case1, subscribers will make voice calls to check on the safety of relatives and friends and causes congestion.  Under such situation prioritised subscribers (e.g. VIP, PLMN staff) and emergency call should still be allowed access to EPS, while voice calls for normal subscribers are restricted. 

5
Considerations
Editor’s note:  The following sections describe the considerations and the problems with the current access control, which are identified in the use cases in section 4.
In UMTS, Domain Specific Access Control (DSAC) mechanism has been introduced.  According to Section 4.1.1 of TR23.898 [x], the original motivation is to enable PS service continuation during congestion in CS Nodes.

Although that was the original motivation, operators' motivation for using DSAC is to restrict CS calls while permitting PS sessions.  Operator would not want service discontinuity in the packet data services due to the congestion in the voice calls side.  However, the use case of DSAC in real deployment situation has been to apply access control separately on different types of services, such as voice and other packet-switched services. 

The voice services will be provided by VoIP using IMS on PS-Domain in EPS; however the VoIP will be used in the same way as the existing CS-domain voice services (e.g. including Emergency Calls).  This means customer experience in EPS is not different from that of UMTS.

Also, people’s psychological behaviour to make a voice call in emergency situations will not be likely to change.  Hence, a mechanism still will be needed to separately restrict voice (e.g. VoIP) calls and other services.  Therefore, it is reasonable that DSAC principles are to be applied in the PS-domain only EPS as well.
However, EPS is a PS-Domain only system, so the “Domain Specific” way of access control would not be applied directly.
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