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Abstract of the document:
In their liaison statement to SA1 (S1-082039), SA3 asked SA1 to indicate if the 3GPP specifications shall be required to support access to EPC via non-3GPP access by devices that are not capable of interworking with 3GPP access (e.g. HRPD devices that do not support any 3GPP radio technology). SA3 also appended two associated change requests regarding credential management in single mode non-3GPP terminals accessing EPC as their core network. Basically the text introduced by the first CR is highlighted in blue and the additional text proposed in the second CR is highlighted in red:
In case of interworking between non-3GPP access and EPS, the credentials used with EAP-AKA shall reside on the UICC for all cases in non-3GPP accesses except the following case:

An exception from the above requirement is granted in case of non-3GPP access interworking with the EPC if mobility between the non-3GPP access and any 3GPP access network is not supported by the UE. For this particular case the storage of credentials used with EAP-AKA on a UICC is not mandatory. An example of this case is a single mode UE used for non-3GPP access.
Two distinct scenarios shall be distinguished for single mode UE accessing EPC, as the core network, through a non-3GPP radio access technology:

· Scenario 1: The case of non-3GPP radio access that is integrated in the 3GPP system. I-WLAN is a typical example of such scenario.
· Scenario 2: The case where another standardization body decides to use EPC as the core network of their non-3GPP access technology.
In the first scenario, 3GPP is responsible for defining additional requirements on 3GPP terminals supporting non-3GPP RAT.
In the second scenario, it is up to the other standardization body to define the requirements for the non-3GPP terminals. Therefore, in this second scenario, a terminal requirement that does not relate to the interface with EPC is out of scope of 3GPP specifications. Consequently, the additional text in the CR (which is highlighted in red above) is out of scope of 3GPP specifications. Furthermore, this text creates inconsistencies in 3GPP specifications as it implies for example that the UICC is optional for I-WLAN like single mode terminals, which is not the case in 3GPP specifications.
The authors of this contribution do not intend to impose requirements on scenario 2, because anyways this is out of scope of 3GPP specifications. Therefore, we would like to stress that the text in blue does not impose any requirement on scenario 2, because it concerns multi-mode E-UTRAN-capable terminals where a UICC is required and available anyways. 
Last, but not least, as a reminder, the "scope" section of TS 33.402 reads: "The present document specifies the security architecture, i.e., the security feature groups and the security mechanisms performed during inter working between non-3GPP accesses and the Evolved Packet System (EPS)".
The authors of this contribution kindly asks SA1 to inform SA3 and SA that scenario 2 is out of scope of 3GPP specifications and recommend the approval of S3-080810.







