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1
Introduction

This contribution proposes to add new requirements based on usecases provided in S1-082118 and also add new sections for requirements on Mobility/Handovers and devices.

2
Proposal

It is proposed that the following changes are made in 22.220:

/* start of 1st change */
4.1
Description 

Access to 3G and evolved 3G (EPS) services may be provided via UTRAN or E-UTRAN cellular base stations belonging to e.g. domestic, business, commercial enterprises. This type of access may be provided by the PLMN by means of NodeBs referred to as Home Node B (HNB) and Home eNode B (HeNB) respectively. The HNB/HeNB provides services to Closed Subscriber Group (CSG) and membership, including temporary membership, is managed by both the registered owner and the network operator. The HNB/HeNB may also provide services in an open access manner, in which case it behaves like a macrocell.

Editor's Note: The following text was originally contained in the definitions section 3.1 of TS 22.011 v 8.4.0. 
It is proposed to move it into the description section of the current TS as shown below
The CSG concept for E-UTRAN is characterized by the following features:

-
CSG cells are part of the PLMN of an operator

-
Access to the CSG cells is restricted by default. Only members of the CSG (user group) are allowed to camp on and access the CSG cell. A list of allowed CSG cells/TAs (“white list”) is maintained in the UE. Multiple entries for different CSG cells/TAs are possible. A CSG cell is marked as such on the broadcast channel. 

-
All cells belonging to a given CSG cell group are part of the same Tracking Area.

-
The User Group associated with a specific CSG cell can be updated upon request by the registered owner of the CSG cell, under the supervision of the network operator operating the CSG cell. When the User group is updated, the network and UE are informed as soon as possible.

4.2 
Common requirements for Home NodeB/eNodeB 

4.2.1
HNB and HeNB Installation, identification and location requirements

-     HNB/HeNB shall have a unique equipment identity.

-
All the HeNB serving the same CSG share the same identity called CSG Identity.

-
It shall be possible to support at least 125 million CSG Identities within a PLMN.

· The radio transmitter of a HNB/HeNB shall not be activated until configured and authorised by the operator.

· HNB/HeNB shall support the automatic discovery of a provisioning system.

-    When installing, provisioning, configuring or re-configuring an HNB/HeNB the network operator shall be able to:

-
verify the node's identity. 

-
obtain the geographical location as determined by the HNB/HeNB system.

-
The network operator shall be able to determine that the HNB/HeNB is installed and operated in accordance with all relevant regulatory requirements. 

-
The network operator shall be able to configure the settings of the HNB/HeNB. In the case where the HNB/HeNB has detrimental impact on the network operator’s allocated spectrum usage, the HNB/HeNB can be set to out-of-service by the network operator.
/* end of 1st change */
/* start of 2nd change */
4.2.4
Services support

4.2.4.1
Emergency services

HNB/HeNB shall support emergency calls for both CSG and non CSG members. 

It shall be possible for the network operator to provide location information of the UE attempting an emergency call over a HNB/HeNB. The location information shall be sufficiently accurate to comply with the regulatory requirements that apply to the area where the HNB/HeNB is deployed.
4.2.4.x
Access to local home based services

It shall be possible for the HNB/HeNB to provide access to local home based services, including connectivity to local digital media servers and digital media players as well as direct access to the Internet via the home broadband connection. The access to local home based services should not require a separate APN to be configured in the UE.

It shall be possible for the network operator to control the policy for accessing local home based services on a per UE basis. The policy shall enable the network operator to determine which flows are permitted to access local home based services.
4.2.x
Interface requirements

HNB/HeNB shall be able to connect to the macro network via subscriber owned broadband connection or 3rd party broadband connection for backhaul that may or may not be owned by the same network operator.
/* end of 2nd change */
/* start of 3rd change */
/* end of 3rd change */
/* start of 4th change */
7

Quality of Service

7.1
Prioritization

Mechanisms shall be specified for the HNB/HeNB to map between the packet prioritization used in the home network and the QoS of the allocated Radio Bearer.
7.2
Admission Control

Mechanisms shall be specified to allow a HNB/HeNB to accept or deny a service request based on available radio resources.

Mechanisms shall be specified to allow a HNB/HeNB to accept or deny a service request based on available broadband IP resources to backhaul the requested service to the macro network.
/* end of 4th change */
/* start of 5th change */
8

Security and Privacy

8.1
Authentication (Placeholder to be filled in by SA3)
8.2
Access Control/Authorization (Placeholder to be filled in by SA3)
8.3
Integrity (Placeholder to be filled in by SA3)
8.4
Confidentiality (Placeholder to be filled in by SA3)
8.5
Auditing

HNB/HeNB should provide audit trail log options.

The audit trail logs may include but not limited to the following activities: authorized access activities, unauthorized access attempts.
/* end of 5th change */
/* start of 6th change */
9

Charging Aspects

9.1
Charging Schemes

HNB/HeNB shall be able to support new charging schemes including online and offline schemes.
Charging mechanisms shall provide awareness of subscriber identity, time-of-day, roaming status, QoS, service input, etc.
9.2
Local home based services

Mechanisms shall be specified for HNB/HeNB to account for services received directly from the home environment.
/* end of 6th change */
/* start of 7th change */
X

Mobility/Roaming/Nomadicity Aspects

HNB/HeNB shall enable devices to roam into other home networks including nomadicity scenarios.

HNB/HeNB shall enable subscriber to originate and switch services from one mobile or fixed device to another mobile or fixed device
/* end of 7th change */
/* start of 8th change */
Y

Device Aspects

A single device shall be able to use HNB/HeNB access/services and macro mobile network/services.

/* end of 8th change */
