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1. Overall Description:

3GPP TSG CT6 became aware that the following stage 1 CRs were approved 

· S1-080309 - Requirements for “In Case of Emergency” (ICE) information

· S1-080320 – ICE:CR to TS 22.030

and reviewed them in relation to 3GPP TSG CT6 work.  On review of CR, S1-080309 - Requirements for “In Case of Emergency” (ICE) information, there appears to be some ambiguities regarding what is to be stored and how access to the information is controlled. The following points were raised:
· ICE Information type value – Are the examples shown in Table A.X.2 the extensive list or are there more envisaged now and in the future?
· What are the requirements for each entry type i.e. the amount of data expected to be stored for each value? The UICC's memory resources are usually somewhat limited.

· What graphics are expected to be supported i.e. icons, photos?
· The CR states that the default setting allows access to the ICE information even if the security features of either the UE or UICC are enabled. However, according to the approved SA1 CR, it appears that the user shall be able to protect the access to the ICE information regardless of the UE or UICC applications security. It is not clear how this is expected to be achieved. For example, could it be by enabling an UICC application PIN (e.g. USIM, SIM or ISIM PIN), a dedicated ICE-PIN or by deleting the entries? 

· With the default settings and with UE and/or UICC security features enabled the ICE information will be publicly available to anyone who knows the MMI access code and has physical access to the terminal.  Therefore it is not clear how the UICC is supposed to distinguish that a person is an authorised first responder.
2. Actions:

To 3GPP TSG SA1
ACTION: 

3GPP TSG CT6 asks 3GPP TSG SA1 group to investigate and provide guidance in resolving the highlighted ambiguities.
3. Date of Next TSG-CT6 Meetings:

3GPP TSG CT6 Meeting #48:
26th – 28th August 2008

Povoa de Varzim, Portugal


3GPP TSG CT6 Meeting #49:
11th – 13th November 2008
Shanghai, China

