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Abstract of the contribution:
This contribution is discussion paper about the use cases and requirements for DSAC-Equivalent Access Control mechanism in EPS, and propose to start the new WID.
1. Introduction

EPS is a PS-domain only system, we believe that the use cases and the requirements for DSAC are still applicable.  Therefore, the requirements for DSAC-equivalent mechanism in EPS must be introduced.
2. Discussion
2.1 Background - The Original Motivation of DSAC
In UMTS, Domain Specific Access Control (DSAC) mechanism has been introduced.  According to Section 4.1.1 of TR23.898 [1], the original motivation is to enable PS service continuation during congestion in CS Nodes.
Although that was the original motivation, operators' motivation for using DSAC is "to restrict CS calls while permitting PS sessions” [1].  Operator would not want service discontinuity in the packet data services due to the congestion in the voice calls side.  
In summary, the use case of DSAC in real deployment situation has been to apply access control separately on different types of services, such as voice and other packet-switched services. 

2.2 Applying DSAC Principles in EPS

The voice services will be provided by VoIP using IMS on PS-Domain in EPS; however the VoIP will be used in the same way as the existing CS-domain voice services (e.g. including Emergency Calls).  This means customer experience in EPS is not different from that of UMTS.

Also, people’s psychological behaviour to make a voice call in emergency situations will not be likely to change.  Hence, a mechanism still will be needed to separately restrict voice (e.g. VoIP) calls and other services.
Therefore, it is reasonable that DSAC principles are to be applied in the PS-domain only EPS as well.
2.3 DSAC-Equivalent Access Control Mechanism in EPS

EPS is a PS-Domain only system, so the “Domain Specific” way of access control would not be applied directly.  However, as explained in the previous section, the use case of DSAC can still be valid.
Considering the characteristics of voice and non-voice calls in EPS, requirements of the DSAC-equivalent access control will be to restrict the voice calls and non-voice calls separately.
3. Conclusion 
It is proposed to start the new WID to study the DSAC equivalent access control mechanism in EPS
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