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It is proposed to amend the text in Sections 7.1, 7.2, 7.3 & 7.4 as shown below: 
7. 
Requirements for Automatic Selection

7.1

General Requirements

The automatic network selection shall be supported for following purposes:
· To provide users with better user experiences by selecting the preferable network (e.g. higher bandwidth, cheaper tariff, loss of signal etc.) without letting users operate manually.

· To allow UEs to select the suitable network for the applications running on the UEs from QoS and/ or IP connectivity (e.g. reachability to corporate network, The Internet, etc.) perspective.

· To allow UEs  negotiating a connection with a network to search for other preferable networks.

· To allow operators to control the policy (e.g. priority of the network) of the automatic network selection from network capability/ optimization perspective, etc.

The high level requirements for the automatic network selection are as follows:
· It shall be possible for the UE to select the network based on the capability of the network such as QoS, connectivity, signal strength etc.

· It shall be possible for the UE to detect and switch to the preferred network (when not  in an active communication state with the current network).

· It shall be possible for the home operator (the PNO) to configure the list of the preferred non-3GPP access networks that can be used for automatic selection.

· It shall be possible for the user to configure the list of the preferred non-3GPP access networks that can be used for automatic selection. Whether a remote (e.g. OTA)update should over-ride the user's configuration is for further study and may be dependent on application and regulatory considerations.
· It shall be possible for the home operator (the PNO) to configure the policy of the automatic network selection.

· It shall be possible for the user and the home operator (the PNO) to enable/ disable the automatic network selection.
· It shall be possible to prevent a 3rd party (e.g.a SNO) and the user from modifying the network selection criteria that are provisioned and controlled by the home operator (the PNO).
7.2

Behaviour of the UE

Where a UE has both 3GPP and non-3GPP access types, the behaviour of the UE in selecting 3GPP access shall follow the existing network selection mechanism. A similar but separate mechanism shall be defined to manage the non-3GPP access.
It should be possible for the home operator (the PNO)  and the end-user to set the condition in the UE so that it will use either the 3GPP access or the non-3GPP access mechanism as the default.
The use of the alternative access mechanism to the default one should be determined by the criteria listed in section 7.4, below.

7.3

Network Identification

Network access types that the UE can use need to be identifiable. PLMNs are already identifiable by an agreed standard (Mobile Country Code + Mobile Network Code). There is no agreed standard for other types of access (e.g. WLAN) and these access types can take any name (e.g. SSID for WLAN). It would be preferable to have some rules in place that govern the identity of these access types but this is probably impractical at least in the short term. It would be preferable for at least those non-3GPP accesses that offer commercial services to end users and that have an agreement with a 3GPP NO to have a standard form of identification.  The forms of identification may depend on whether the network is Public, Private, Corporate, Home etc. There may be a need to consider if the network identifier should also indicate the capability of the access, e.g. QoS, service capability etc.
Any agreed form of identification for non-3GPP access types should have the following characteristics:
· Uniqueness – it should be possible to identify the access unambiguously;

· Secure – any access identification should be unfeasible to spoof or otherwise copy or emulate by any unauthorised party. It should be at least as secure as the PLMN identification.  

· Access Provider identification – it should be possible for the provider of the access to be easily identified;

· HPLMN and User preference – it should be possible for the UE to know if a particular access is preferred by the HPLMN or the user;

Any agreed form of identification for non-3GPP access types could also have the following characteristics:

· Type of access, e.g. Public, Private, Corporate, Home

· Capability of the access e.g. QoS provided, services available etc.

Editor's note:  The IEEE are developing a reliable identifier (HESSID) of the operator of a WLAN network that may meet at least some of the requirements stated above.  Feedback from the IEEE indicates that the HESSID should meet the requirement for uniqueness but not the security requirements. Further consideration of how security requirements can be met will therefore be needed.  
7.4

Selection of a Network Access

The operation of the access mechanisms (3GPP or non-3GPP)needs to be based on the operator and user preferences in similar way to how PLMN selection is managed already. There needs to be, however, a method of determining how and when a non-3GPP access type will be selected either in preference to a 3GPP access type or selected and used simultaneously with a 3GPP access type. The selection of  access type could be based on the following in no particular order of preference)
· Service required by the end user;

· Location of the UE (proximity of suitable accesses);

· Date, Time;  

· Pre-set User preference;

· Pre-set Operator  preference.
· Quality of the signal and/or QoS required for the service
