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The present document proposes new text to be added in Section 6; modifications are showed respect to TR 22.937 v.1.0.0 (S1-071286).
Network selection and steering requirements are not included in this contribution due that should be part of TR 22.812 on “Study into Network Selection Requirements for non-3GPP Access”.
6 
Recommendations

6.1 
General recommendations and suggested workplan

This section shall contain an indication of the parts already covered by current specification, the parts requiring additional standardization effort,  a workplan harmonized with current standardization activity (e.g. VCC), and an indication about potential new stage 1 specifications.
It is strongly reccomended to reuse the mechanisms already defined in 3GPP specification and the roaming mechanisms.

It is strongly reccomended to use the flexiblity already defined in 3GPP specification, such as taking benefit from the possibility to establish multpile ISIM on the UICC when multiple IMS subscriptions are needed.
6.2
List of recommended requirements

This section shall contain a list of requirements to agreed to be potentially transferred to specifications

Security aspects

The UE shall be capable of connecting to the non-3GPP network via a WLAN in a secure way using the appropriate security and authentication mechanisms for that network. It is out of the scope of 3GPP to define these mechanisms.

In the case the PNO (non-3GPP operator with WLAN coverage) have a commercial roaming agreement with the SNO (3GPP operator) that allows PNO users to roam into SNO mobile network, the already defined I-WLAN specification [TS 22.234] allows to re-use USIM authentication and network selection mechanism. In the case service continuity is required, the Voice Call Continuity of Release 8 needs additional requirement to support multimedia sessions to be applicable to this scenario. 
The UE shall be capable of connecting to the 3GPP network via a WLAN in a secure way using I-WLAN security and authentication mechanisms for that network as already defined in [TS 22.234]. 

The UE shall support already defined security and authentication requirements to connect to the 3GPP network (e.g. USIM-AKA, SIM-AKA) or to the 3GPP IMS domain (e.g. IMS-AKA, HTTP digest).


Note: the WLAN network could be considered an IP-CAN when used to access the IMS domain
Service aspects
The UE shall support functionality to support service continuity when performing handover between the access networks to which it allows access. 
The system shall be capable of supporting handover or multimedia session continuity from the WLAN access network to the 3GPP access network and vice-versa.
The system shall be capable of assuring a seamless service perception to the final user, when moving between WLAN access network and the 3GPP access network. 

The UE shall be capable of providing advice to the user regarding the current type of access used.

In case of multimedia session continuity, the capability of providing seamless service perception to the subscriber depends on the QoS capabilities of the target network.

It shall be possible for the PNO to reject the change of network if the target network does not provide adequate QoS to maintain service continuity.

It shall be possible to release the session on the change of network if the target network does not provide adequate QoS to maintain service continuity.

The system may adapt the service (e.g. degrade or enhance the service) to the capability of the target access.
Charging aspects
The NOs shall be aware of the status of the UE with respect to the network attachment and shall be capable of charging the subscriber according to the type of access used.

The NOs shall be capable of collecting on-line and off-line charging information. 
