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At last SA#37, SA sent a LS out (SP-070698) where the main decision on common codec issue are described. Decisions are summarized as: 

· codecs are not part of Common IMS

· 3GPP is responsible only for codec in 3GPP access and can not listing, limiting, or selecting the set of codecs that may be used with a particular IMS application
· in the case of new IMS applications, it may in some cases be possible to recommend a default codec to simplify interworking

SA gave an action to SA1 to develop service level requirements such that IMS applications can interwork even when no common end to end codec can be negotiated.
As a consequence of these decisions, the MMtel services defined in Release 7 most likely may not have a common codec for at least the media voice. This may lead to serious interoperability issue when two IMS domains are interconnected which support different codec set at the UEs. Therefore, this scenario is a first example of service that will require transcoding function.
In addition, in Release 8 CT groups (CT3 and CT4) are already developing activities on:

· definition of the interface between two IMS network (II-NNI)
· definition of the SIP-I profile as an alternative to BICC for circuit switched services call control (Nc SIP-I based)
The II-NNI work WI (C3-070593) aims at studying the Inter-IMS Network to Network Interface (II-NNI) signalling profile in order to provide a standard reference for service interconnection between two IMS operators. 

During the on-going work, CT3 sent a LS (C3-070893) to SA1 to provide guidance on possible requirements for set of common default codecs for the II-NNI and/or transcoding requirements.
Taking into consideration CT3 request and the SA decisions, there is a need to define a requirement for transcoding function for two scenarios:

· Interconnection between two network operator in the case the terminals involved in a  session do not have a common codec
· Inside a unique network operator in the case the terminals access IMS services by means of two different access networks (e.g. mobile 3GPP and fixed BB TISPAN) and do not have a common codec
Beyond transcoding functionality, as stated in the WI proposal (S1-071435 Proposed new WID for specification of requirements for IP interconnect) there is a need to develop general requirements for the interconnection.
The general requirements for interconnection are valuable for both IMS-to-IMS NNI and CS-to-CS NNI based on SIP-I.
In order to address above issues, the discussion paper proposes to add the transcoding requirement to 22.228 to be applicable only for IMS interconnection and the following general requirements to both 22.228 and 22.101:

Transcoding requirement for IMS interconnection (CR to 22.228)
Interconnection between two IMS domains shall be supported.

Note: see also Section X

In case two UEs involved in an IMS service session do not support a common or a default codec, the IMS shall be capable to provide transcoding functionality when the UEs access the same IMS domain
General interconnection requirements for IMS (CR to 22.228) 

The following requirements apply at the interconnection point between two different IMS domains.
In case two UEs involved in an IMS service session do not support a common codec, the network shall be capable to provide transcoding functionality at the interconnection point when the UEs are belonging to two IMS domains.

The IMS  shall support the capability for service interoperability by means of service interworking requirements defined in section 8.

The IMS  shall support the capability for service identification.  

The IMS  shall support proper security capabilities when two different network domains are connected. In particular the IMS shall support the capabilities for:

-
network entity authorization, authentication and access control

-
network hiding 

-
network protection

-
session data communication privacy and security

The IMS  shall support the capability for service charging and reporting.

The IMS  shall support the capability for control the session resources when two different network domains are connected:

-
admission control and policy control

-
IP level interworking (e.g. address and port translation)

-
reporting
General interconnection requirements for CS system (CR to 22.101)

The following requirements apply at the interconnection point when two PLMNs are interconnected by means of IP transport technology for CS services.
Note: The requirements for interconnection of two IMS domains are described in [27]

The system shall support the capability for CS service interoperability and interworking.

The system shall support the capability for service identification.  

The system shall support security capabilities when two different network domains are interconnected. In particular the system shall support the capabilities for:

-
network entity authorization, authentication and access control

-
network hiding 

-
network protection

-
session data communication privacy and security

The system shall support the capability for service charging and reporting.

The system shall support the capability for control the session resources when two different network domains are connected:

-
admission control and policy control

-
IP level interworking (e.g. address and port translation)

-
reporting
