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1. Introduction 
This paper proposes the updated text for better understanding. 

2. Proposal 

4.3.2 Requirements

Security and authentication

The UE shall be capable of connecting to the SNO’s non 3GPP CN via a WLAN in a secure way using the appropriate security and authentication mechanisms for that network.


Note: the WLAN could be considered an IP-CAN.
The UE shall be capable of connecting to the PNO’s 3GPP network according to 3GPP security and authentication requirements.

The UE may be capable of connecting to the PNO’s IMS according to IMS security and authentication requirements.

Network selection/steering

The UE shall contain policies that allow it to decide automatically which network to initially attach to, when multiple networks are available.

The PNO shall be capable of controlling and setting the UE policies related to initial attachment for network selection.

The PNO shall be capable of steering the UE to use the most appropriate network.

The PNO shall be capable of steering the UE by means of static policy (i.e. by use of a local policy) whether a UE is involved in active session or not.
The PNO shall be capable of steering the UE by means of dynamic policy (i.e. using real-time instructions from the PNO) related to the access network capabilities (e.g. coverage, load, and etc) and PNO preferences whether a UE is involved in active session or not.
> Question 1: Same question with S1-071538.




Charging

The PNO shall be aware of the status of the UE with respect to the network attachment.

The SNO shall be capable of charging the subscriber according to the type of access network used.

The SNO shall be capable of providing on-line and off-line charging information to the PNO. 

The PNO shall be capable of charging the subscriber according to the type of access network used in its own networks.

The PNO shall be capable of indicating to the SNO to block/enable the subscriber’s access network in real time for reasons concerned with charging (e.g. subscriber credit expired), when using the SNO’s network. 

The SNO shall be capable of blocking/enabling the subscriber according to the type of access network used in its own network, when indicated by the PNO.
> Comment 1: modified text is from the charging section of use case 1.
The PNO shall be capable of blocking/enabling the subscriber to use the PNO network.

As a charging consequence, the PNO shall be capable of billing the subscriber according to the type of access network used in its own networks and in the SNO’s network.

Mobility

It shall be possible to support service continuity of the multimedia session from the WLAN to the 3GPP network and vice-versa. 


Independently from the service continuity to the end user, the UE shall be capable of providing information to the user regarding the current type of access network used.

QoS


The ability to maintain service continuity when changing networks shall be dependent on the QoS capabilities of the target network.
It shall be possible for the PNO to reject the change of network if the target network does not provide adequate QoS to maintain service continuity.

It shall be possible to release the session on the change of network if the target network does not provide adequate QoS.
Comment 2: for the consistency with the text described in use case 1, which has the same meaning.

> Question 2: same question as S1-071419. 
User identity

The PNO may provide the subscriber with a unique public identity for use on the multiple networks of the PNO and SNOs. 

The PNO may provide the subscriber with multiple public identities.

Any other identity, e.g. IMSI, IMPI, and etc, provided by the PNO or the SNO should not be visible to the user.
> Comment 3: for better understanding the example of any other identity is added. 
