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This contribution discusses the use cases and requirements for DSAC-Equivalent Access Control mechanism in EPS, with reference to "LS on Access Control in EPS" (S2-074790)  

1. Introduction

LS from SA2 (S2-074790) requests SA1 to investigate the requirements for Domain Specific Access Control (DSAC) in EPS.  Although EPS is a PS-domain only system, we believe that the use cases and the requirements for DSAC are still applicable.  Therefore, the requirements for DSAC-equivalent mechanism in EPS must be introduced.
2. Discussion
2.1 Background - The Original Motivation of DSAC
In UMTS, Domain Specific Access Control (DSAC) mechanism has been introduced.  According to Section 4.1.1 of TR23.898 [1], the original motivation is to enable PS service continuation during congestion in CS Nodes.
Operators found “it would be useful to have a mechanism to restrict CS calls while permitting PS sessions” [1].  Operator would not want service discontinuity in the packet data services due to the congestion in the voice calls side.  
In summary, the original purpose of DSAC has been to apply access control separately on different types of services, such as voice and other packet-switched services. 

2.2 Applying DSAC Principles in EPS

The voice services will be provided by VoIP using IMS on PS-Domain in EPS; however the VoIP will be used in the same way as the existing CS-domain voice services (e.g. including Emergency Calls).  This means customer experience in EPS is not different from that of UMTS.

Also, people’s psychological behaviour to make a voice call in emergency situations will not be likely to change.  Hence, a mechanism still will be needed to separately restrict voice (e.g. VoIP) calls and other services.
Therefore, it is reasonable that DSAC principles are to be applied in the PS-domain only EPS as well.
2.3 DSAC-Equivalent Access Control Mechanism in EPS

EPS is a PS-Domain only system, so the “Domain Specific” way of access control would not be applied directly.  However, as explained in the previous section, the original motivation of DSAC can still be valid.
In EPS, a voice call is characterised by its “guaranteed bit rate (GBR)”.  On the other hand, the bit rates of other communication services (e.g. e-mails) are most likely to be non-guaranteed.  These characteristics can be used to distinguish between these services.
Considering the characteristics of the voice services in EPS, requirements of the DSAC-equivalent access control will be to restrict the calls with Guaranteed Bit Rates (GBR) and non-GBR separately.
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Figure 1: Barring GBR/CSCF calls.
2.4 Further Requirements
In addition to VoIP, many new GBR services will be introduced in EPS era, such as enhanced messaging, real-time gaming, etc.  In a disastrous situation where such access control is activated, it is reasonable that operator firstly allow the customers to make only the voice calls (especially emergency calls) in the bandwidth allocated to GBR, but not streaming video or real-time gaming.  Hence, for EPS, it is also required to consider an access control mechanism depending on the type of GBR.
Table 1: Types of GBR Services [2]

	Name of QCI Characteristic
	L2 Packet Delay Budget
	L2 Packet Loss Rate
	Example Services

	1 (GBR)
	< 50 ms
	High
	Realtime Gaming

	2 (GBR)
	50 ms (80 ms) 
	Medium
	VoIMS

	3 (GBR)
	250 ms
	Low
	Streaming
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Figure 2: Reserving GBR windows for VoIP
2.5 Proposals on Functional Split for DSAC-Equivalent Mechanism
The existing DSAC is realized in UTRAN.  This is because the operators would want to handle congestion “without impact on the MSC” and increase the efficiency in radio resource usage, hence the preferred option was “BSC/RNC to apply access class barring” [1].  The same reasoning should also be applied in EPS, and hence the proposal is that the DSAC-equivalent mechanism should be realized in a similar manner DSAC for UMTS has been realized.  It is also proposed to send a Liaison Statement to related TSGs to start their specification work.
3. Conclusion
It is proposed to agree on the following principles discussed in this contribution:

1. EPS should allow restriction of GBR calls while permitting Non-GBR calls, and vice-versa;
2. EPS should allow restriction of Non-Voice GBR calls while permitting GBR voice calls;
3. These functionalities should be realized in a similar manner DSAC for UMTS has been realized.
It is also proposed to agree on the corresponding change request (S1-071600), and that NTT DoCoMo drafts a Liaison Statement to related TSGs.
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