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1. Overall Description:

SA1 would like to thank SA2 for the LS (S2-074772) on requirements for providing a Tel-URI to a PSTN-capable PSAP for IMS Emergency Calls. 
SA1 agrees that currently it is not clear whether the two special requirements that hold for the E-IMPU (as specified in the incoming LS) should also apply to the Tel-URI. 

SA1 has studied the questions provided by SA2 on call-back and the properties associated with the Tel-URI when supporting call-back from a PSTN-capable PSAP. SA1 has provided answers to these questions and hopes that the information provided helps the related discussion in SA2.

Also, please note that SA1 has agreed a CR S1-071484 (attached) that has included requirement for this in 22.101. 

Question 1:

Is it required that the PSAP can perform a call-back?

Answer: Yes, when local regulation requires it, a call-back from a PSAP must be supported. This means that the identity supplied to the PSAP on emergency call origination must allow the PSAP to contact the same user/device on call-back.
Question 2:

Is it acceptable to limit call-back duration to only a certain period following an emergency call release or is it preferable or necessary to enable call-back for a significantly long duration (e.g. more than just a few hours)?
Answer: There are no service requirements that indicate the need to limit the call-back duration to be within a specific time period. The durations for a call-back should be the same as any incoming call in line with the user’s normal registration and emergency registration time periods. 
Question 3  

For authenticated callers, is there a requirement that the Tel-URI provided to the PSTN-based PSAP must contain the user’s MSISDN – either in all cases or at least in some cases as an operator option?

Answer: Where local regulation requires that the PSAP use the MSISDN, then the IM CN Subsystem must provide the MSISDN to the PSAP. However, as an operator option, a different Tel-URI permanently assigned to the user could be supplied to a PSTN-capable PSAP and then used as the call-back number by the PSAP.
Question 4:

SA2 has been studying the issue of suppression of originating and terminating supplementary services for IMS emergency calls. This can be achieved for IP capable PSAPs but may not be possible, or at least completely possible, in the case of a PSTN capable PSAP (when MSISDN is used as a Tel URI). For the CS domain, SA2 is aware that while originating services can be suppressed by the VMSC, the same is not possible for terminating services in the case of PSAP call-back. 
Is there a specific requirement that states that services should not be executed on a call-back request from an IP-capable PSAP? 

Answer: See below
Is there a specific requirement that states that services should not be executed on a call-back request from a PSTN-capable PSAP?

Answer: See below
Answer: TS 22.173 defines the following service interactions with emergency calls and call-back as:
· The use of any of the diversion services or a call identified as a call-back to an emergency call, by a user that is not the PSAP, shall be precluded.

· In the presence of another call at the destination user where the incoming call is identified as a call-back to an emergency call, then either the communication request shall be presented, or the CW service shall be used.

· The use of HOLD on an emergency call, or a call identified as a call-back to an emergency call, by a user that is not the PSAP, shall be precluded

· The ability of the served user to receive communications and to originate emergency communications shall be unaffected by OCB.

· The use of ICB, or a call identified as a call-back to an emergency call, by a user that is not the PSAP, shall be precluded. 

· The use of CONF on an emergency call, or a call identified as a call-back to an emergency call, by a user that is not the PSAP, shall be precluded. Users shall support the use of CONF on an emergency call, or a call identified as a call-back to an emergency call, by the remote party, i.e. the PSAP.

· The use of ECT on an emergency call, or a call identified as a call-back to an emergency call, by a user that is not the PSAP, shall be precluded. Users shall support the use of ECT on an emergency call, or a call identified as a call-back to an emergency call, by the remote party, i.e. the PSAP.

As shown above, 22.173 indicates that when the incoming call can be identified as a call-back to an emergency call (coming from a PSTN-capable or IP-capable PSAP) then terminating services should not be executed. 

Question 5:

Is it required that the PSAP can trace the call to prevent abuse of the emergency service? If yes, what information needs to be traced?
Answer: Yes, the PSAP should be able to unambiguously trace the call using the supplied Number or URI that it uses to perform the call-back. The information that needs to be traced must include the user’s identity and location. 
2. Actions:

To SA2
ACTION: 
SA1 kindly asks SA2 to take the answers to the questions on board when formulating a solution for providing a Tel-URI to a PSTN-capable PSAP for IMS Emergency Calls, and the behaviour of the IM CN subsystem on receipt of the call-back request from the PSAP.
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