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This document identifies and clarifies issues associated with PPAC requirement and concludes the SA1 work.  
1. Introduction

At TSG SA#37 in September two contributions on PPAC requirement were presented. One is SP-070643 which SA1 WG agreed with NSN objection in SA1#37 meeting. Another is SP-070640. This was a coordinated work of NSN and NTT DoCoMo and was produced after SA1#37. In TSG SA#37, it was decided to send these CRs back to SA WG1 for further discussion and agreement.
Therefore, this paper first identifies the issues associated with PPAC requirement, and leads to the conclusion in the end. 
2. Discussion
There are three topics. Topic a) is the one affects SA1 tasks, and topic b) is not within the scope of SA1, but for the future work it is better to be clarified. 
a) Is mobility and location management should be allowed?

The answer is Yes. Looking at the big picture, the key requirement (not only the fact where UE to be able to respond paging request) is that network operator should be able to provide the reliable network functional capability even during access control. Thus, based on the operator policy, the access attempts from UE need to be rescued (/allowed) as much as possible. To do so, the paging request should be sent to the UE successfully. 
However, in the following cases paging request can not reach to the UE.
· The mobile reachable timer (network timer for periodic registration) is expired, and the UE is implicitly detached, and UE can not perform the registration procedure because of access control.

· The registration area changes, but UE can not perform the registration procedure because of access control.

Conclusion
Considering above, as an operator, without a doubt, mobility management shall be allowed with PPAC.  Corresponding requirement text shall be incorporated into the TS. 
b) How PPAC function affects the UE. Is PPAC for all UE or group of UE or individual UE?
The answer is PPAC is to either all UE or group of UE. 
· Affecting individual UE seems that PPAC is subscription based service. However, in TR, we have use-case of emergency situation and it is not subscription based service; therefore, PPAC capability is to all UE or group of UE.
· PPAC is not only for the communication from authorized user (e.g. government, emergency responder) to unauthorized user and it includes the case of communication between unauthorized users. Now, if PPAC capability is to differ for each use-case, originating side will be a key player, but differentiating the solution for each use-case is not correct way forward. Therefore, PPAC should be independent form capability of originating side and PPAC is essentially the capability in terminated side. Considering this where capability is within terminated side, PPAC capability is to all UE or group of UE.
· As we all remember, this work was started to say there is an issue with current access control mechanism. Current access class restriction or domain specific access control is to all or group of UE; therefore, PPAC capability should be also to all or group of UE. 

Conclusion

Considering above, PPAC is for all or group of UEs.
3. Conclusion
For topic a), we would like to provide a PCR to TR22.908 and a new CR to TS22.011. Additionally, we would like to request the feed back on topic b) for future work at stage3. 
