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It is proposed to amend the text in Use Cases 1-4 as shown below: 
5.
Example Use Cases

5.1

Use Case 1
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An operator has a commercial relationship with a 3rd party content provider that has its own WiFi network that gives access to a server containing specialised content and services (e.g. music download). The operator arranges with the 3rd party that its subscribers can access the 3rd party over its WiFi network to complement its own products and services available over GSM/3G. Authentication and authorisation in the WiFi network is independent of authentication and authorisation in the 3GPP network.

The connection to the 3rd Party is temporary while the content or other service is delivered. The UE remains registered on the PLMN while also connected to the WLAN access.
The facility to set an operator (and user) defined preference for the selection of this WiFi network is required.

5.2

Use Case 2

A corporate customer needs frequent access to the company's data services. In the office it is preferred to use the company WiFi network for speed and convenience of data access; when away from the office, the customer will use 3G access to connect to the office data systems.
When in the office, there are many other WiFi hotspots in the surrounding area and they can also be seen by the user's device. The other WiFi hotspots are irrelevant to the user, therefore, an easy method of identifying, and selecting (automatically or manually) the preferred WiFi access is required where it is available and the preferred operator 3G access otherwise. 
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The connection to the corporate systems could be maintained for a long period, however, the UE should remain registered on the PLMN while also accessing the corporate systems.
The facility to set an operator (and user) defined preference for then selection of the access to the corporate network is required.
5.3

Use Case 3

A customer would like to use his home WiFi while in the house to access services and content over the Internet. While away from home, the customer could use public WiFi access points and/ or 3G for access to these services.
The customer’s home operator could be the provider of the services available over the home WiFi or these could be offered by a 3rd party with or without a commercial agreement with the home operator. 
The case where the operator offers network-based services such as voice over the home WiFi/ADSL network is out of scope of this work.
Authentication and authorisation functions in the WiFi networks are independent of authentication and authorisation in the 3GPP network. 
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An easy method of selecting (automatically or manually) the home/ public WiFi network or 3G access according to availability is required.
The UE should remain registered on the PLMN while also accessing the services over the home WiFi network.
5.4

Use Case 4

A customer of a 3GPP network operator (the PNO) would like to use a non-3GPP access type to continue to have  services if 3G coverage is lost but a secondary non-3GPP NO  with its own WLAN access network  is available. In this case, the services continue to be provided by the CN of the 3GPP NO. [question: is this right? Whose CN should provide the service?]
A method of switching to the non-3GPP access point is needed. The method must allow return from the non-3GPP access point to 3G access. The method must take into account user and operator preferences. It must be possible to select an operator/service provider through the non-3GPP access point.
Need to consider trusted and non-trusted cases.

�We had this statement in use case 1, so we need to state what the situation is in all the other use cases. If not, the reader might make the wrong assumption





