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Discussion:

At S1#37bis, BT was actioned to “make clear that use case 5 deals with VoIP on WLAN and CS voice on the 3GPP network. A future contribution is required to add text to Use Case 1 to clearly differentiate between these two cases.” This document is the contribution concerning use case 1.
N.B. the text below is a modification of the agreed text of use case 1. If the merger of use case 1, 3 and 4 is accepted (S1-071419), then the changes shown below, if accepted, should be made to the new combined use case (and not into the old use case 1).
4.2
Use Case 1

4.2.1
Description
Alice is a subscriber whose PNO provides her with home connectivity to DSL via technologies including WLAN. The PNO also provides her with seamless access to its public WLANs and those of its roaming partners. The PNO is a member of the WiFi Alliance and its infrastructure requires the UE to support EAP-SIM for secure access.

The PNO also provides Alice with seamless access to the mobile networks of a SNO and its roaming partners. Her PNO's network uses its own AAA infrastructure, which was in place before the PNO formed the commercial relationship with its current SNO.

The PNO may also provide Alice with multimedia services through an IMS

Alice is at home. She wishes to have an Internet multimedia session on her hand-held dual-mode UE.

She switches on the UE and it automatically obtains a secure connection (authenticated and encrypted) to the WLAN access network of her WLAN provider – that being the default network when she is at home. She then connects to the desired Internet multimedia service. If that service is part of the PNO’s IMS, the UE establishes a secure session with the IMS, and then identifies which public user identities Alice wants to use.

Alice needs to undertake a journey to a location in a different town but she wants to carry on with her Internet and/or IMS multimedia session during the journey. She gets into a taxi, which sets off towards a local rail station.

Within a few seconds, the taxi approaches the limit of Alice’s home WLAN coverage. The UE automatically connects to the 3GPP mobile network of the SNO and drops the PNO's WLAN connection. Alice does not have to enter a username or password or PIN for the handover to occur. Alice can see on the UE that the current network has changed, but the identity of the SNO is not visible to her. As far as she is aware, network service is always provided by her PNO. The Internet and/or IMS multimedia session continues uninterrupted. 

When the taxi approaches the station, the UE comes within range of a public WLAN hotspot of Alice’s PNO (or a roaming partner). Alice’s PNO prefers that Internet and/or IMS access is provided over WLAN rather than the 3GPP network, so the UE automatically moves the Internet and/or IMS multimedia session to the WLAN.. Again, the UE indicates that the network has changed, but Alice is otherwise unaware of the change in Network.

As the train leaves the station, the UE detects a fall in WLAN signal, and so re-establishes the 3G connection and then drops the WLAN connection.

When Alice reaches the other station, the session switches over to WLAN again.

The network handover can happen several times as Alice walks to her destination.

For this service, Alice receives a single bill, i.e. from the primary NO.

