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10 
Security

10.1
General security requirements
The CMMC system should provide a high level of security, equivalent or better than Rel-7 3GPP systems. 

Any possible lapse in security in one access technology should not compromise security of other accesses.

The CMMC should provide protection against threats and attacks including those present in the Internet.
10.2
User PIN security feature 

The CMMC service providers should be able to offer a security feature which requires invited participants to enter a User PIN number before joining the conference call. If the CMMC service providers offers it, users can use this feature when creating a meeting with the conference service option that restricts the meeting to specific participants. When the user save the meeting he created, depending on the used application automatically requests a User PIN from the CMMC conference service for each participant. During a meeting the meeting information shall be provided to see this number.
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