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A clarification is proposed to Section 7.3 (Network Identification) concerning the need for a unique, secure, non-spoofable identity for non-3GPP Access.
7.3
Network Identification

Network access types that the UE can use, need to be identifiable. PLMNs are already identifiable by an agreed standard (Mobile Country Code + Mobile Network Code). There is no agreed standard for other types of access (e.g. WLAN) and these access types can take any name (e.g. SSID for WLAN). It would be preferable to have some rules in place that govern the identity of these access types but this is probably impractical at least in the short term. It would be preferable for at least those non-3GPP accesses that offer commercial services to end users and that have an agreement with a network operator have a standard form of identification.  

Any agreed form of identification for non-3GPP access types should have the following characteristics:

· Uniqueness – it should be possible to identify the access unambiguously;

· Secure – any access identification should be difficult to spoof or otherwise copy or emulate by any unauthorised party. It should be at least as secure as the PLMN identification.  
· Access Provider identification – it should be possible for the provider of the access to be easily identified;

· HPLMN and User preference – it should be possible for the UE to know if a particular access is preferred by the HPLMN or the user;

The IEEE are developing a reliable identifier (HESSID) of the operator of a WLAN network that may meet at least some of the requirements stated above. This should be considered. 
