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Changes to Introduction

Introduction

For Fixed-Mobile Convergence (FMC), some scenarios require seamless roaming between a GSM/GPRS/3G mobile network and a WLAN.  Both networks may be independently authenticated.  To maintain the quality of the customer experience, and due to the difference of networks, handovers to support service continuity may require that the handset is authenticated to both networks simultaneously, for relatively short periods of time.

The objective of the present document is therefore to determine the requirements for seamless roaming and service continuity between a GSM/GPRS/3G mobile network and a WLAN.

An example of a use case for such a study could be where the user, on his way to the office, is having a call on a 3GPP access network using his mobile phone. He then roams onto his office WLAN (and vice versa), while still being on the line and the call is transferred without the user noticing any interruption to the network served by the WLAN..

Changes to Scope

Scope

The present document develops the use cases and requirements for service continuity between a 3GPP network and another network, which can be:

- a TISPAN NGN with an IMS, accessed by a WLAN.
- an ISP accessed via a WLAN
Each access network has its own separate security system and the NOs have a commercial agreement for roaming and handover.
The present document considers use cases whereby:

Editors Note: Text to be added when use cases are agreed
The present document also examines the requirements and implications of:

- service aspects: maintaining service quality and service continuity, while roaming between a 3GPP PLMN and an independently-owned WLAN;

- security aspects: while roaming between a 3GPP PLMN and a WLAN, in particular when networks may be independently authenticated.

- UICC aspects, including NAA types, personalisation and ownership.

The present document is related to ongoing standardisation efforts in the following areas:

- where the WLAN is an I-WLAN , requirements for which are described in [3];

- methods for selecting the 3GPP or the non-3GPP access network, requirements for which are described in [2].

