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1. Overall
This contribution tries to summarise the gap analysis in specification between PWS and SMS and new capabilities for SMS to realize PWS  
2. Proposal
This contribution proposes to reflect this analysis and new capabilities to section 6.1 in TR22.968v1.0.0. 
===================== Modifications in TR29.968 =====================

6.1.2
Support for PWS services

The following table identifies SMS support for PWS services.

.

Table 6.1: SMS Gap Analysis

	PWS Service Aspect Item:
	Description
	SMS Support
	Comments

	1 Duration of delivery time
	SMS is a point-to-point technology and under normal conditions, delivery can be almost instantaneous but cannot be guaranteed
	No
	A large number of messages requires considerable time

	2 Granularity of the distribution
	SMS in itself is not location specific since the position of the recipient is generally not known
	No
	SMS message is delivered on MSISDN number basis. If terminals’ locations are known (e.g. positioning technologies), warning notification could be delivered on location basis by SMS.

	3 Information element and volume


	SMS messages can contain 160 characters and multiple pages can be concatenated.
	Partial
	Support for concatenation depends on operator policy and handset implementation

	
	SMS doesn’t specify emergency type bit to distinguish PWS message from others.  
	No
	If emergency type bit is needed, it should be newly specified
It is possible to distinguish PWS message from others using sender information.


	
	Currently there is no specification which specifies UE behaviour after reception of the message
	No
	Specification that defines UE behaviour after reception of the emergency message is needed. 

	4 Network Resilience
	NA
	NA
	It should be considered, however it is out of scope of 3GPP specification.  

	5 User Interface


	Behaviour of UE is general not in accordance with aspects as mentioned in section 5.5 
SMS doesn’t specify user’s configuration on how to behave when receiving warning notification while having ongoing communication
	No
	Certain aspects of UE behaviour for emergency notifications should be standardized
UE should behave in such a way that as warning notification provider requests.

	
	The function to suppress duplicate notifications received later when the signal is suppressed manually is not defined. 
	No
	Mechanism to check redundancy of protocol between UE and NW is needed.

	
	SMS defines the specification for storing message. Therefore it is possible to store the received Warning Notifications in the UE.
	Yes
	The capability for UE to access the stored warning notification in the UE later should be specified. 


	6 Priority
	There is no priority mechanism for SMS applicable for PWS
	No
	Note: TR does not have detailed priority information at this time.

	7 Security
	SMS is generally not secure
	No
	SMS messages can easily be spoofed and it is not easy for the recipient  authenticate the source
Security mechanism like digital signature to avoid spoofing or to assure the data integrity should be supported.

	8 Support of roaming subscribers
	Roaming subscribers can be supported
however warning notification providers cannot send warning notification to roamers.
	TBD
	The MSISDN numbers of roamers must be known by the (local) authorities in order to send SMS messages.

	
	Currently there is no specification which specifies default character encoding of UE
	No
	Mechanism that can indicate the message in familiar language or icon, etc. is needed.

	9 Support in legacy handsets
	Virtually every handset supports SMS 
	TBD
	Legacy handsets may not support SMS enhancements required for PWS

	10 Support of Warning Notification Sources
	Most SMSC support external connections 
	No
	Messages that are in the SMSC queue cannot always be cancelled
Functionality to cancel SMS delivery should be considered.

	11 UE Aspects
	Use of SMS does not lead to significant increased battery consumption
	Yes
	Battery is consumed only when SMS message is received.

	12 Subscription & Charging Aspects
	It is possible to send SMS messages free of charge to the recipient subscriber and charge the sender
	Yes
	

	13 Delivery & Receipt Confirmation Aspects
	Handset sends an acknowledgement to the network
	Yes
	

	14 Periodic Testing Aspects
	NA
	TBD
	

	15 Relationship of PWS with Other Regulatory Aspects
	TBD
	TBD
	

	16 Congestion situation
	SMS uses the signalling channel
	No
	Severe network congestion may lead to delayed delivery of notifications
QoS mechanism based on priority for PWS is needed. Identification of PWS from other control signals should be considered.

	17 Enabling and disabling of PWS service
	SMS messages can be sent to a mobile terminal without special options needing to be sent on the handset. SMS cannot be turned off and hence it is not possible to opt out of the warning service.
	No
	Opting out could be achieved by de registering from the service but is in practice not doable in case of roaming Also it is not possible to opt out of specific notification.
The profile of PWS identifier/type should be defined in order to identify PWS within SMS.

	
	Currently there is no definition of PWS identifier. Therefore information from PWS is processed as normal SMS message when roaming.
	No
	If profile of PWS identifier is defined, the functionality to utilize PWS identifier/type in the roaming network should be considered. 


6.1.3
New capabilities required for PWS


SMS’s new capabilities required for PWS could be classified likeas follows based on PWS Service Aspect Item

Granularity of the distribution 
· Location basised message distribution function

Information element and volume
· Functionality to de-assemble/assemble the information in case of the volume of the warning information should exceed 160 characters. 

· Specification that defines the UE behaviour after receiving the emergency message (e.g. whether to display text in the foreground, whether to ring a buzzer, whether to vibrate)
· Information element to show emergency type to distinguish PWS message from others
· Information element by which warning notification provider can set UE’s behaviour after receiving the warning notification (e.g. whether to display text in the foreground, whether to ring a buzzer, whether to vibrate). 

User Interface
· UE’s functionality to behave in such a way thatas warning notification provider requests.

· Mechanism to check redundancy of protocol between UE and NW.
· The capability for UE to access the stored warning notification in the UE.

Priority
· Priority mechanism for SMS applicable for PWS
Security
· Security mechanism like digital signature to avoid spoofing or to assure the data integrity

Support of roaming subscribers
· Mechanism that can indicate the message in familiar language or icon, etc.

Support of Warning Notification Source
· Functionality to cancel SMS delivery
Congestion situation
· QoS mechanism based on priority for PWS or the identification of PWS from other control signals
Enabling and disabling of PWS service
· Functionality to opt out of the warning service using the profile of PWS identifier. 

· Functionality to utilize PWS identifier/type in the roaming network
