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10 
Security

10.1
General security requirements
 Confidentiality protection shall be provided during a conference, e.g. the conferences will be governed by a set of authorization rules defined in the conference policy  to ensure that unauthorized accesses  to the conference is not allowed.




10.2
PIN security feature 

The CMMC service providers should be able to offer a security feature which requires invited participants to enter a PIN number before joining the conference call. If the CMMC service providers offer it, users can use this feature when creating a meeting with the conference service option that restricts the meeting to specific participants. When the user creates a conference, it can be secured by an automatically allocated  PIN. This PIN may be displayed to the participants during the conference.
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