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N.B. this is a revised version of doc S1-070818. Revisions were mandated at the SWG of SA1#37, session 1.
At SA1#36, Madrid, requirements for Use Case 1 were agreed and adopted into the TR for v0.5.0. Those requirements (S1-070604) had been originally written for a different use case. It is proposed to edit them to make them specific to Use Case 1, to rationalize and clarify their meaning (as agreed in discussions at Madrid) and to make grammatical corrections. New requirements are proposed under Security and Authentication and Network Selection.
___________________________________________________________________________________
4.2.2
Requirements
Security and authentication

The UE shall be capable of connecting to the non-3GPP CN via a WLAN in a secure way using the appropriate security and authentication mechanisms for that network.


Note: the SNO network could be considered an IP-CAN
Note: the WLAN is not an I-WLAN in this use case.
The UE shall be capable of connecting to the 3GPP network according to 3GPP security and authentication requirements.

Network selection and Handover
The UE shall be able to select a target network and to hand over from the current network to the target network in mid-session while maintaining service continuity.
The UE shall be able to select a target network and to hand over from the current network to the target network in idle mode. Requirements for this are described in TR22.812 [ref]
The UE shall contain policies that allow it to decide automatically to which AN to initially attach, when multiple ANs are available.

The PNO shall be capable of controlling and setting the UE policies related to initial attachment for network selection.

The PNO shall be capable of steering the UE to use the most appropriate network. This could be done dynamically (i.e. using real-time instructions from the PNO) or statically (i.e. using a local policy decision function), and could apply to both the case of a UE attached to a network in idle mode and to the case of a UE involved in a service session.

Charging

The PNO shall be aware of the status of the UE with respect to the network attachment.

The SNO shall be capable of calculating a charge for the type of access used by the subscriber and of providing that charging information to the PNO. 

The PNO shall be capable of charging the subscriber according to the type of access used in its own network. 

PNO shall be capable of billing the subscriber according to the type of access used in the SNO's network.

PNO shall be capable of billing the subscriber according to the type of access used in its own network.

Mobility

The system shall be capable of supporting service continuity of the internet session from the WLAN  to the 3GPP network and vice-versa. 

Independently from the service continuity perception to the final user, the UE shall be capable of providing advice to the user regarding the current type of access used.

QoS

The ability to maintain service continuity when changing networks shall be dependent on the QoS capabilities of the target network:

It shall be possible to release the service session on the change of network if the target network does not provide adequate QoS.

When a network-change event is triggered, it shall be possible to reject that change of network if the target network does not provide a QoS that is appropriate for the service currently being accessed. However, the change of network shall not be rejected if that would result in the subscriber losing all network connectivity , for example if the change is triggered by impending non-availability of the current  network. 


The service platform may adapt the service (e.g. degrade or enhance the service) to the capability of the target access.
It shall be possible to inform the user if the change of network is (a) rejected or (b) allowed but the service session is lost or degraded due to the change of network.

In case of service continuity, the capability of providing seamless service perception is dependent on the QoS capabilities of the target network:

The service platform may adapt the service (e.g. degrade or enhance the service) to the capability of the target access.

