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Comments on various sections of TR22.937 are shown below:
Introduction

For Fixed-Mobile Convergence (FMC), some scenarios require seamless roaming between a GSM/GPRS/3G mobile network and a WLAN.  Both networks may be independently authenticated.  To maintain the quality of the customer experience, and due to the difference of networks, seamless handover may require that the handset is authenticated to both networks simultaneously, for relatively short periods of time. [isn't this an implementation detail?]
The objective of the present document is therefore to determine the requirements for seamless roaming and service continuity between a GSM/GPRS/3G mobile network and a WLAN.

An example of a use case for such a study could be where the user, on his way to the office, is having a call on a 3GPP access network using his mobile phone. He then roams onto his office WLAN (and vice versa), while still being on the line and the call is transferred without interruption to the networked served by the WLAN.

1
Scope

The present document develops the use cases and requirements for seamless handover between a 3GPP network and another network, which can be:

- a 3GPP PLMN (with or without an IMS), accessed by a WLAN.
- a TISPAN NGN with an IMS, accessed by a WLAN.
- an ISP accessed via a WLAN
Each access network has its own separate security system and the NOs have a commercial agreement for roaming and seamless handover.

The present document considers use cases whereby:

Editors Note: Text to be added when use cases are agreed
The present document also examines the requirements and implications of:

- service aspects: maintaining service quality and service continuity, while roaming between a 3GPP PLMN and an independently-owned WLAN;

- security aspects: while roaming between a 3GPP PLMN and a WLAN, in particular when networks may be independently authenticated.

- UICC aspects, including NAA types, personalisation and ownership.

Out of scope of this document are the following related areas that are covered elsewhere: 
- where the WLAN is an I-WLAN, requirements for which are described in [3];

- methods for selecting the 3GPP or the non-3GPP access network, requirements for which are described in [2];

2
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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
Primary NO
The Network Operator which has the commercial relationship with the subscriber and is responsible for billing the subscriber.

Secondary NO
A Network Operator that has a commercial relationship with the Primary Network Operator by which the SNO provides services to subscribers of the PNO. The relationship could support the seamless handover of services to and from the PNO.

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
AAA
Authentication, Authorisation, Accounting
AID
Application Identifier

DoS
Denial of Service (attack)

DSL
Digital Subscriber Line
EAP
Extensible Authentication Protocol

EMSK
Extended Master Session Key

FMC
Fixed-Mobile Convergence

IN
Intelligent Network

MNO
Mobile Network Operator

MSK
Master Session Key

NAA
Network Access Application (on the UICC)

PNM
Personal Network Management

PNO
Primary Network Operator

RAM
Remote Application Management

RIL
Radio Interface Layer

RFM
Remote File Management
SNO
Secondary Network Operator
USSM
UICC Security Service Module

VCC
Voice Call Continuity

4
Use Cases
4.1
General requirements
4.2
Use Case 1
4.2.1
Description
Alice is at home. She wishes to have an Internet session on her hand-held dual-mode UE.

She switches on the UE and it automatically obtains a secure connection (authenticated and encrypted) to the WLAN access network of her WLAN provider – that being the default network when she is at home. She then connects to the desired website.

Alice needs to undertake a journey to a location in a different town but she wants to carry on with her Internet session during the journey. She gets into a taxi, which sets off towards a local rail station.

Within a few seconds, the taxi approaches the limit of Alice’s home WLAN coverage. The UE automatically connects to the 3GPP mobile network of the MNO and drops the WLAN connection. Alice can see on the UE that the current network has changed, but the Internet session continues uninterrupted. 

When the taxi approaches the station, the UE comes within range of a public hotspot that belongs to Alice’s non-3GPP NO (or a roaming partner) WLAN. Alice’s PNO prefers that Internet access is provided over WLAN rather than the 3GPP network, so the UE automatically moves the Internet session to the WiFi access network of her PNO. Again, the UE indicates that the network has changed, but Alice is otherwise unaware of the change in Network.

As the train leaves the station, the UE detects a fall in WLAN signal, and so re-establishes the 3G connection and then drops the WLAN connection.

When Alice reaches the other station, the session switches over to WLAN again.

The network handover can happen several times as Alice walks to her destination.

For this seamless handover service, Alice receives a single bill, i.e. from the primary NO.

[does it always have to be 3GPP to non-3GPP H/O could it be H/O between 2x 3GPP NOs?]
4.2.2
Requirements
Security and authentication

The UE shall be capable of connecting to the non-3GPP network via a WLAN in a secure way using the appropriate security and authentication mechanisms for that network.

The UE shall be capable of connecting to 3GPP network according to 3GPP security and authentication requirements.

Network selection

The UE shall contain policies that allow it to decide automatically to which access network to initially attach, when multiple Access networks are available.

The PNO shall be capable to control and set the UE policies related to initial attachment for network selection.

The PNO shall be capable to steer the UE to use the most appropriate network.

Note: this could be done dynamically or statically, and could apply to both the case of a terminal attached and the case of a terminal involved in a service session.

Charging

The PNO shall be aware of the status of the UE with respect to the network attachment.

The SNO shall be capable to charge the subscriber according to the type of access used and to provide charging information to the PNO. 

The PNO shall be capable to charge the subscriber according to the type of access used in its own network. 

PNO shall be capable to bill the subscriber according to the type of access used in SNO network.

PNO shall be capable to bill the subscriber according to the type of access used its own network.

Mobility

The system shall be capable to support service continuity of the internet session from the WLAN area to the 3GPP System and vice-versa. 

Independently from the seamless service perception to the final user, the UE shall be capable to provide advice to the user regarding the current type of access used.

QoS
In case of service continuity, the capability to provide seamless service perception is dependent on the QoS capabilities of the target network:

It shall be possible to reject the change of network if the target network does not provide adequate QoS.

It shall be possible to release the session on the change of network if the target network does not provide adequate QoS.

Editors Note: These requirements are for FFS.

The system may adapt the service (e.g. degrade or enhance the service) to the capability of the target access.

4.2.3
Analysis
Authentication

Seamless Mobility

Charging and billing

Initial network selection:

Steering

QoS support

5
Harmonized Potential Requirements
5.1


Service Aspects
Moving from one network to another shall not involve loss of service, even when done during a session, unless the NOs do not support compatible services. 
A set of manageable criteria and functions, both automatic and manual, shall be provided for intelligent, seamless handover between the PNO and SNO. The requirements for this are described in [2]. [No they aren't, in TR22.812 handover is out of scope] 
Where both 3GPP (e.g. 3G) and the non-3GPP networks (e.g. WLAN) support access to an IMS, it shall be possible to access the IMS of at least the PNO seamlessly on all access networks that the user is allowed to access under his agreement with the PNO.
The PNO may provide the user with a single unique identity for use on the multiple access networks of the primary and secondary NOs. Identities other than the single unique identity which may be provided by the PNO should not to be visible to the user. 

The UE must support at least one method of access to the PLMN of the 3GPP NO. The NAA for that must support AAA services to the HSS of that NO. It would normally be a USIM on a UICC.

The user shall be able to use the same UE to connect to the WLANs of an Enterprise and to the public WLANs of the primary/secondary NO and to the PLMNs of the primary/secondary NO. Each type of network may require a separate NAA with its own credentials.

Device Management settings are to be obtained from and controlled by the PNO.



