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5.3.3.3
Pre-Conditions
The CA between the moving network operator and the 3GPP network operators may not need full flexibility / dynamicity when the moving network runs the same route on a regular basis. In this case, the CA is mostly pre-established and only some parameters (such as bandwidth and the number of IP addresses) are negotiated during the Network Composition. Also, the users and the moving network should be composed in order to facilitate Internet access and services provided by 3GPP networks. The 3GPP operators providing connectivity for the moving network may have the CA according to their pre-established CAs with the moving network in order to support for example service continuity [11] of the moving network. 
5.3.3.6
Additional Information
The CA includes agreed-upon security level, QoS and composed network resources that are delegated to the other party. In this use case, the type of composition is Control Delegation since a block of IP addresses and the mobility control function for the passengers are delegated to the moving network.
The CA between passenger x and the moving network can guarantee continuous availability and seamless use of services provided by operator X. The moving network needs to have a composition and connectivity with at least one 3GPP operator (e.g. operator A or B) at any time.
Operators A and B may have a CA to offer service continuity [11] to the moving network by performing service context or bearer traffic transfer between A and B. The currently attached operator (e.g. operator A) or a third party server may offer information on candidate CCNs (e.g. operator B) to the moving network before it starts to physically sense new CCNs, which will expedite the establishment of a CA and will contribute to service continuity. The CA between the currently attached operator and a candidate CCN may include agreement(s) based on which the currently attached operator is allowed to advertise the candidate CCN information to the outside. 
	End of 2nd  Change 
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5.3.4.2
Scenario technical description

A Network Composition between an AN and a CN may be triggered through the Advertisement and Discovery phase being an integral part of the Composition Process, or it may be triggered just by the fact that a user with his/her PN roams into a specific AN, which in turn would lead to a Network Composition between the AN and the CN. It may also be triggered by some other means, possibly as an offline operation, and may not even need to be performed through the Composition Process, but for example by using legacy modes of operation to “compose” an AN with a CN. But generally, an AN makes a Network Composition by using the Composition Process described in section 6. Not further described in this contribution is how the user (of e.g. a PN) performs Network Compositions with ANs and CNs, but it is not unlikely that PN performs a “simple” Network Composition with the AN merely to be able to reach the CN from which the user gets its services as well as its identity, which is then followed by a Network Composition with the CN to gain seamless and continuous access to various services, e.g. authentication, Internet access, and real-time collaboration services via the different ANs. CN, AN, and PN, are all examples of a CCN.

5.3.4.6
Scenario benefits
Network Composition can here be very beneficial to operators (being CNs in this context), AN providers, and users. The operator can “follow” the user to any AN, and be able to offer services continuously via any AN. And further to this, it is an underlying tool for mitigating issues around network coverage and overall performance, costs for administration of business relationships to ANs, and having a future-proof framework in place that easily can extend service offerings also via new access network options as they emerge on the market. AN providers increase their ability vastly by being able to offer access to services to a much wider spectrum and volume of users, which is evident from the possibility of ANs having Composition Agreements with several CNs at a time.

And the users in turn can benefit from having far more options available when and where to use the services of an operator. Inherent to the scenario depicted is also to provide a general framework for how IMS-based services can be offered to users using any available access network option, and with service continuity [11] supported between the ANs.
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7.3 
Functional requirements for Network Composition
According to the high-level functionalities given initially in this chapter to enable a 3GPP network to act as a CCN, the following functional requirements for Network Composition have been identified in a more detailed view:

CCN:
-
Identity: A CCN shall be identifiable in order to be able to refer to it uniquely, e.g. in a Composition Agreement. Examples of such an identifier could be a PLMN ID, or an identifier based on cryptographic properties

-
Creation of a CCN: A CCN can be created by Network Composition of CCNs
Network Composition:
-
Disruption tolerance: As a constituent CCN of a composed network may move or temporarily leave (radio) coverage, it should then be possible to maintain the composed network, i.e. there is no need to re-compose at re-attachment, in order to significantly improve performance and also the overall end user experience.

-
Multiple simultaneous Network Compositions: A CCN should be able to compose with more than one another CCN simultaneously, as well as having multiple network compositions with one and the same CCN. Each Network Composition is based on an individual Composition Agreement. 
-
Flexible resource admission control: Once networks are composed, one network will permit devices in the other network to use its resources up to some appropriate level. Thus, Network Composition should be able to share or delegate authentication and authorization in the composed networks and to provide or limit resources based on its policy.
-
Support of multiple administrative domains: The user or its network may roam beyond one administrative domain. Thus, Network Composition should support composition of networks that belong to different administrative domains. Security and QoS between these domains should also be taken into consideration with no or minimum human interaction.
-
Resource Control: Any resource that was controlled in a constituent CCN and which, after Network Composition, becomes part of a new CCN, must also be controlled in that new CCN. How it is controlled is described in the CA.
-
Service continuity: When a CCN, due to mobility, needs to compose with a different CCN than the one it currently has a CA with, then, in order to continuously make use of services, the characteristics of the CA pertaining to services and that is currently agreed should be preserved when agreeing upon a new CA with the new CCN. Service interruptions should be minimized during the change (if those services can be offered). Whether to perform service continuity [11] between the composed CCNs and the degree of it depend on the negotiated CA(s) (potentially both the current and the new CA).

-
CCN discovery support: If available, a CCN may be able to obtain information (e.g. type of network, supported QoS, and security level) on potential CCN candidates and advertise this information to another CCN in order to ease and possibly speed up the Composition Process between that other CCN and one or more of the potential CCN candidates.
Composition Agreements:

-
Pre-established Composition Agreements: It needs to be possible to pre-establish CAs in an off-line, non-automated fashion.

-
Storage of  Composition Agreements: It needs to be possible for a CCN to store CAs and access them later. This way a CA can be reused, accelerating the Composition Process. Furthermore, this allows backtracking CAs for accountability purposes. The storage time could be stipulated by the CA.
-
Composition Agreement identification: Each negotiated Composition Agreement shall be possible to refer to through some identifier, which must be unique at least in the scope of the parties (networks) that settled the agreement.

-
Scope of Composition Agreement: The scope of a Composition Agreement is generally only bound to the parties (CCNs) that negotiated the agreement. If it also relies on any external parties (e.g. a home operator) for its execution, those external parties must be referred to in the Composition Agreement 
-
Supervision of Composition Agreement: It shall be possible in the Composition Agreement to allow for supervision of the correct execution of the Composition Agreement by all involved parties (CCNs). For example, access to a monitoring station that allows supervision of the execution/realisation or a log from the observation shall be granted. The information collected can be used in legal actions in case of disputes. 
Composition Process:
-
Plug and Play: The Composition Process should aim to minimize the need for human intervention.
-
Composition Process resilience: If the Composition Process is disrupted or fails at any phase, the state in which each participating network was before the Composition Process started shall be recovered.

Composition Agreement Negotiation:

-
Accountability: A Composition Agreement needs to provide capabilities to be legally binding. For example, it could be digitally signed by involved parties (CCNs). The CA needs to be verifiable for a time duration stipulated by the Framework Agreement.

-
Mutual authentication: As part of negotiating a Composition Agreement between two parties (CCNs), the parties shall perform mutual authentication. 

-
Policies: The Composition Agreement Negotiation phase should be controlled by policies inherent to a CCN. 

Decomposition Process:

-
Decomposition Process resilience: If the Decomposition Process is disrupted or fails at any phase, control of the resources each participating CCN had before the Decomposition Process started or before Network Composition shall be restored according to the CA.

-
Autonomy: A CCN should be able to perform the Decomposition Process autonomously without relying on other CCNs if allowed by the CA.

-
Coordination: A CCN should be able to perform the Decomposition Process in coordination with other CCNs.
-
Plug and Play: The Decomposition Process should aim to minimize the need for human intervention.
-
Authorization of Decomposition: Only authorized CCNs (typically, the composed networks) shall be able to conduct or indicate Network Decomposition. The identifiers of the authorized CCNs should be part of the CA.




Editors Note: a “may” requirement on the capability of a CCN to relay Advertisment information of other CCNs should be added (e.g. to support seamless handover)
	End of 4th Change 
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