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Background:
There is a need to be able to use (U)SIM on non-UICC based terminals. The need comes from the emerging non pure mobile markets like machine-to-machine communication and IMS applications. 
3GPP SA1 is completing a study on machine-to-machine communication. One of the conclusions is that M2M communication requires tamper and theft resistant terminals including an UICC.  However if the terminal is tamper resistant, it would be possible to provide the (U)SIM functionality also on a non-UICC based terminal and the UICC is therefore not required.
A related aspect has been considered by other standardization organizations. With the mass deployment of IMS applications on non mobile markets the need for strong authentication mechanisms grows. This is leading to that several less secure, non ISIM based, authentication mechanisms are standardized. The main obstacle for getting general acceptance for ISIM based authentication and key management is the requirement for a UICC. 
This discussion paper proposes a generic (U)SIM functionality that allows (U)SIM parameters to be downloaded into a non-UICC based M2M terminal. A downloadable (U)SIM would satisfy the needs coming from M2M and non-UICC based IMS applications. 
Machine to machine communication

What is machine-to-machine communication?
Machine to Machine (M2M) Communication is seen as a form of data communication between entities that do not necessarily need human interaction. M2M communication is characterised by the following: very low terminal costs, potentially a very large number of communicating terminals with little traffic per terminal, remote terminal control. Especially, new business opportunities arise among others in the following sectors: the security branch, tracking and tracing applications, payment applications, healthcare and telemetric.
Standardisation of M2M:

3GPP has been developing a technical report about M2M communication in 3GPP TR 22.868 but so far no decisions have been made whether or not to progress this item further with M2M specifications. This contribution suggests that the work is now continued as part of Release 8.
Why downloadable SIM?

One of the challenges with M2M communication is that terminals are managed remotely without any direct human interaction with the device. Hence there is a need for tamper and theft resistant terminals. As there is no human who direct controls the device, subscription parameters connected to a separate module such as the UICC does not work well as it will not be possible for the owner of the terminal to switch subscription etc. Still there is a strong need to reuse the 3GPP mobile network and infrastructure for M2M applications. Hence, (U)SIM functionality such as authentication and PLMN selection is required also for M2M terminals. A solution would be to have the (U)SIM functionality provided in the terminal such that the (U)SIM module can be provisioned over the air. Obviously this can only be achieved if the terminal can provides a secure execution environment and protected storage. 
What is the benefit?
Enabling of over the air provisioning of M2M terminals would open up new business opportunities for operators and terminal vendors. Non-UICC based (U)SIM considerable reduced the terminal hardware cost paving the way up for a large set of new M2M cellular applications. With proper new standards in place, M2M terminal subscription parameter provision costs for the operators can also be considerably reduced. By licensing (U)SIM functionality, also a large new market is opened to the smartcard vendors. 
Non-UICC based terminals

IMS has become a key feature for fixed and mobile convergence. As a result, IMS has been adopted not only by the mobile segment, but also for broadband and cable access (such as TISPAN and PacketCable). For the latter cases, the main challenge has become to find a good and sound migration path towards the use of a (U)SIM based solution, in particular considering that there exists a large set of different terminal types (ranging from residential gateways to PC clients). 
As a result, quite a number of alternative authentication mechanisms have been defined in TISPAN and PacketCable, such as HTTP Digest authentication and NASS-IMS bundled authentication. Some of these are now also being introduced in 3GPP in order to handle these cases. While these mechanisms potentially solve some of the problems of allowing authentication of legacy devices and devices that do not hold a UICC, these also adds complexity to the system in form of different provisioning systems needed, added configuration complexity due to co-existence between the methods etc. 
Why Downloadable SIM

· Enabling a non-UICC solution, would allow the fixed and cable industry to migrate towards a unified authentication solution based on IMS AKA. 
· Downloadable ISIM parameters with proper protection mechanisms provide a solution that has higher security level than existing non-UICC based solutions. 
· As Consumer Electronics vendors (CEs) would not be forced to include “SIM card reader” the terminal hardware costs would be significantly lowered.
Some operator benefits
· An operator serving both fixed and mobile users would be able to have one way of handling subscribers in the system, and by doing so reducing the OPEX and CAPEX. 
· Cheaper devices and systems if only one authentication infrastructure is used.

· Interoperability for roaming users and third party access will increase. While IMS AKA / SIM based authentication allows roaming and also enables access to GBA based services, today's non-UICC solutions does not. 
Conclusions and proposal

A downloadable (U)SIM solution on M2M terminals, which don’t support UICC, will enable the operators to leverage the existing authentication infrastructure to new emerging markets. Hence, this contribution proposes to include the following non-UICC based use cases in 3GPP M2M TR 22.868: 

- 
Initiation of a subscription
-
Update of subscription 

- 
Change of operator. 

Also, we suggest that the M2M work is progressed within the Release 8 timeframe and that the new requirements identified in TR 22.868 become normative text. The supporting company of this contribution is willing to update the existing M2M WID to also cover TS or CRs. 

