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1. Discussion

A good skeleton of 3GPP TR 22.812 for “Study into Network Selection Requirements for non-3GPP Access” has been prepared by its rapporteur to initiate necessary discussions.  In the skeleton, several access types of non-3GPP access are already identified with the list of items to be considered for each type.
Regarding the “Public” access type, it can be further classified into following types:

· The access provided by the service providers as a controlled public access service.
· The access provided in a company office or at home as a guest service.

· The access which is completely freely accessible by anyone.
As each of the above types may require different requirements for the network selection (e.g. suitable for either automatic or manual selection, etc.), it is worth capturing the above classification of the types into the TR to consider them in the future study.
As for the items to be considered, “Encryption/ authentication” is of course an important item for “Public” access type.  It is, however, also important for “Private” access types when considering following example cases:

· To block non-employees to access to company WLAN by properly authenticating the accessing users (e.g. by IEEE802.1X, etc.)
· To limit the access to home WLAN to the owner (resident) of the WLAN facility (e.g. by simply combination of SSID and encryption keys, etc.)
· To avoid spoofing by encrypting communications over WLAN (e.g. WEP, WPA, etc.)
2. Proposal

It is proposed to modify section 5 of 3GPP TR 22.812 as follows:

Beginning of the modifications

5.

Access Types

5.1
Public

This is where there is an open environment where there could be potentially many different accesses on offer from many different organisations that can be detected by the UE. The accesses can be further classified into following types:

· The access provided by the service providers/ operators as a controlled public access service.
· The access provided in a company office or at home as a guest service.
· The access which is completely freely accessible by anyone.
The UE or end-user could choose any of these accesses (if the UE is suitably capable) and therefore there are the following considerations:

· Security risks

· Identification of the accesses

· Encryption/ authentication

· Charging

5.2
Private Enterprise

This is where there is a controlled environment (e.g. in a company office) where there may be a limited number of different accesses that can be detected by the UE. In this case, the accesses are likely to be provided by a known organisation (e.g. the company WLAN).This gives rise to the following considerations:

· Company management

· Identification of the accesses
· Encryption/ authentication

5.3
Private Home

This is where there is a controlled environment (e.g. at home) where there may be a limited number of different accesses that can be detected by the UE. In this case, the accesses are likely to be provided by the end-user (e.g. home WLAN). This gives rise to the following considerations:

· User management

· Identification of the accesses
· Encryption/ authentication

End of the modifications

