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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

This Technical Report (TR) presents the results of the Study on Paging Permission with Access Control. The intent of this Study is to assess the ability of 3GPP specifications to meet requirements identified for Paging Permission with Access Control. This Study considers the following aspects: 

-
Identify requirements and aspects for Paging Permission with Access Control.
-
Perform a Gap Analysis to assess the ability of existing 3GPP specifications to meet the requirements and aspects.

Regarding use-cases, followings should be studied in order to identify issues which are caused by the existing access control mechanism which does not allow UEs applied the access class restriction to establish terminating calls (non-exhaustive list):

· Priority Service.

· Emergency Service.

· Communication between UEs in the same area where access control is performed
This study should focus on providing this service using the CS/PS domain within UTRAN. This study includes the aspect of originating call and terminating call. 
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

 [1]
3GPP TR 21.905: “Vocabulary for 3GPP Specifications”.
[x]

3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].
example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [x].
Abbreviation format

<ACRONYM>
<Explanation>

4
Use Cases
Editor’s note:  This section would describe use cases e.g., Priority Service, Emergency Service, in order to clarify motivation of requirements and considerations.

4.1
Priority service with congestion of terminating side
There is a priority communication service which is applied to an authorised user (e.g. government, emergency responder) using priority mechanisms such as special access class (i.e. access classes 11 to 15) allocation and high priority level allocation of eMLPP.
The service is effective in giving an important direction in disasters (e.g. earthquakes) which direction is to lead to saving life. This direction should be transferred even if terminating side is in congestion caused by traffic used for confirmation of the safety of people in the disaster areas because the authorised users orders some agencies or people in the disaster areas to take an action for saving life. Use-cases are described below. (Note: not exclusive)

· Case1: Disaster risk management office in government calls to emergency responder within disaster areas in order to supply temporary service to the disaster areas.

· Case2: Ambulance attendant who gets to a rescue site in the disaster areas but does not found out a person calling for help because of unexpected destruction calls to him/her in order to make sure where he/she is.
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Figure 4.1-1: Case2

· Case3: Firefighter at a fire of high-rise apartment in the disaster areas calls to a person losing his/her way in order to give out directives on the evacuation.
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Figure 4.1-2: Case3
Following considerations are identified from subscription aspect. In the case1 both of the originating users and the terminating users are the authorised users. Whereas in the case2 and 3 the originating users are the authorised users and the terminating users are not the authorised users.
4.2
Emergency service call back with congestion of terminating side
A user in the disaster areas sets up an emergency call and it is unfortunately released. At the condition, emergency agencies, e.g. police, would like to call back to the user. The call back should be established even if the network which the user resides in is in congestion caused by traffic used for confirmation of the safety of people in the disaster areas.
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Figure 4.2-1: Use-case of emergency call back

In Japanese background, the emergency call back is important. The new laws in the field of emergency service will go into effect in 1st April 2008. As one of the service requirements in emergency call, once an emergency call is established it can only be released by the PSAP operator and whenever PSAP request to call back, operator is required to successfully establish the call back to the user who made the emergency call.
4.3
Communication between UEs in the same area where access control is performed
There are many earthquakes in Japan and it is hardly possible to predict when and where earthquake happens, therefore the approach to increase installed capacity in all the areas that costs considerable much is impossible. In order to produce communication in congestion conditions in the earthquake, it is not only efficient from installed capacity aspect but also vital from service aspect to perform “access control interval application” that description below explains.

There is an area where access control is performed. In order to allow all the users in the area to setup calls, broadcasting access class numbers are changed at an interval of some seconds. For example, in an interval UEs with access class 0 can perform setup and UEs with access classes 1-9 cannot do setup, in another interval UEs with access class 1 can do setup and UEs with access classes 0, 2-9 cannot do setup.
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Figure 4.3-1: Access control interval application
Due to access control interval application, the communication between the unauthorised users in the disaster areas is possible. The communication helps users in the emergency situation. Following are use cases.
· A mother calls to her child to know where he/she is in the disaster areas.
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Figure 4.3-2:  Use-case of the communication between the unauthorised users
5
Considerations
Editor’s note:  The following sections describe the considerations and the problems with the current access control, which are identified in the use cases in section 4. These are used as a basis for the gap analysis described in Section 6.
5.1
Considerations with access class control
Regarding communications in the condition where the originating users are the authorised users and the terminating users in the disasters are not the authorised users as identified in the use cases in section 4.1, there is an issue that the authorised user cannot access to the unauthorised user in the condition that access class control barring is applied to the unauthorised users.
Regarding emergency service call back as identified in section 4.2, there is an issue that emergency service center cannot make callback to the users in the condition that access class control barring is applied to the users.
Regarding the communication between the unauthorised users in the area with access control interval application as identified in section 4.3, there is an issue that communication between UE with an access class number and UE with another access class number cannot be established.
5.2
Considerations with resource reservation of terminating side

Regarding communications in the condition where the originating users are the authorised users and the terminating users in the disasters are not the authorised users as identified in the use cases in section 4.1 and regarding emergency service call back as identified in section 4.2, from the perspective of resource reservation there is an issue that the communications are not surely established because terminating side resource is not guaranteed with current eMLPP and access control.
5.3
Considerations of existing operation and management of access control

Considering existing operation and management of access control, all calls are barred (i.e. both originating and terminating).
6
Gap Analysis on current services

Editor’s note:  The following listed clauses (non-exhaustive) are possible services. Considered requirements, gap analysis should be described.





7
Conclusion
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