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This contribution proposes clarifications on applicability of USIM in evolved 3GPP system context.

The contribution proposes contents to be added in TS 22.278 accordingly.

Reason for change:

The contribution is twofold. On the first hand it proposes “plastic roaming” between 3GPP and evolved 3GPP systems. On the other hand it proposes relying upon the authentication, already established in one of the 3GPP or evolved 3GPP systems when changing the system.

Summary of change:

A user having a USIM application on her/his UICC shall be able to insert the UICC in a evolved 3GPP system capable terminal and get services through the evolved 3GPP system according her/his subscription. 

Once authenticated via a 3GPP or evolved 3GPP system, the USIM shall not be required to re-authenticate upon changing between these systems, unless specifically requested by the operator (PLMN).
Consequences if not approved:

Separate UICCs are needed for evolved 3GPP system terminals resulting in delayed deployment and increased costs.

Unnecessary authentications resulting in increased signalling load.

Clauses affected:
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Proposed changes to TS 22.278

_________________________________________________

10

Security and privacy
10.1
General

The evolved 3GPP system shall provide a high level of security and privacy for users and evolved 3GPP system operators. 

10.2
Security requirements

The evolved 3GPP system shall provide a high level of security, equivalent or better than Rel-7 3GPP systems. 

Any possible lapse in security in one access technology shall not compromise security of other accesses.

The evolved 3GPP system should provide protection against threats and attacks including those present in the Internet.
The evolved 3GPP system shall support information authenticity between the terminal and evolved 3GPP systems.

The E3S shall allow for a network to hide of internal network elements from the UE.
Security policy shall be under the control of the home operator. 

The security solution should not interfere with service delivery or 3GPP inter-access handovers in a way that is noticeable to end-users or service providers.
Appropriate traffic protection measures should be provided by the evolved 3GPP system.

The evolved 3GPP system shall provide appropriate mechanisms to enable lawful intercept.
The evolved 3GPP system shall ensure that no unauthorised user can obtain a legitimate IP address that can be used to establish communication or enable malicious attacks on evolved system entities.
It shall be possible to authenticate a subscriber by the use of USIM application on the UICC in an evolved 3GPP system and hence allowing the user to get services in the evolved 3GPP system according to her/his subscription.
Once authenticated via a 3GPP or evolved 3GPP system, the USIM shall not be required to re-authenticate upon changing between these systems, unless specifically requested by the operator (PLMN). 
10.3
Privacy requirements

The evolved 3GPP system…
